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1. INTRODUCTION
The Kirklees Safeguarding Children Partnership (KSCP) is a multi-agency group responsible for coordinating efforts to safeguard children. Effective information sharing is a critical aspect of the KSCP as it allows agencies to work together to identify and respond to child protection concerns. This guidance aims to provide an overview of information sharing for the KSCP.
2. IMPORTANCE OF INFORMATION SHARING : 
Information sharing is essential for the KSCP to identify and respond to child protection concerns. It enables agencies to work together to develop a comprehensive understanding of a child's situation and the risks they face. Effective information sharing can lead to better-informed decisions and timely intervention to protect children from harm.
3. LEGAL FRAMEWORK:
The legal framework for information sharing in the UK is based on the Data Protection Act 2018, General Data Protection Regulation (GDPR), Human Rights Act 1998, and common law duty of confidentiality. 
Data Protection Act 1998 (legislation.gov.uk)
Guide to the UK General Data Protection Regulation (UK GDPR) | ICO
Human Rights Act 1998 (legislation.gov.uk)
Duty of confidentiality — UKCGC   Section 2: The common law of confidentiality and consent - NHS Digital
 It is essential to follow these laws and regulations to protect individuals' rights to privacy and confidentiality while sharing information for safeguarding purposes.
· All practitioners should be confident of the processing conditions under the Data Protection Act 2018 and the GDPR which allow them to store and share information for safeguarding purposes, including information which is sensitive and personal, and should be treated as 'special category personal data.
· Where practitioners need to share special category personal data, they should be aware that the Data Protection Act 2018 contains 'safeguarding of children and individuals at risk' as a processing condition that allows practitioners to share information. This includes allowing practitioners to share information without consent, if it is not possible to gain consent, it cannot be reasonably expected that a practitioner gains consent, or if to gain consent would place a child at risk.



4. GUIDELINES FOR INFORMATION SHARING: 
Several guidelines are available to help the KSCP understand how to share information effectively. The most widely used guidelines in the UK are the Information Sharing: Advice for Practitioners Providing Safeguarding Services (2018) and Working Together to Safeguard Children (2018). Working Together to Safeguard Children 2018 (publishing.service.gov.uk)  Information sharing: advice for practitioners (publishing.service.gov.uk)
These guidelines provide a framework for effective information sharing while protecting individuals' privacy and confidentiality.
5. CHALLENGES IN INFORMATION SHARING: 
Several challenges may arise when sharing information within the KSCP. These include issues of consent, confidentiality, information governance, and communication. The need to maintain confidentiality while sharing information can create tensions between agencies, and there may be a lack of understanding of how to share information effectively.
6. STRATEGIES TO OVERCOME CHALLENGES: 
To overcome challenges in information sharing, the KSCP develops strategies such as training and awareness-raising to ensure all agencies understand the legal framework and guidelines for information sharing. This will also establish clear protocols and procedures for sharing information and provide guidance on obtaining consent and managing confidentiality. 
Developing effective communication channels and information-sharing agreements can also support effective information sharing.
7. THE WEST YORKSHIRE INFORMATION SHARING AGREEMENT 
This agreement has been agreed and signed by all five West Yorkshire Safeguarding Children’s Partnerships.
https://westyorkscb.proceduresonline.com/p_info_shar_confid.html?zoom_highlight=information+sharing
The further information below provides the guidance and principles for sharing information within the Kirklees area and beyond to other Local Authority areas.
Effective sharing of information between practitioners is essential for early identification of need, assessment and service provision to keep children safe. 
Previous Serious Case Reviews have highlighted that missed opportunities to record, understand the significance of and share information in a timely manner can have severe consequences for the safety and welfare of children.

Practitioners should be proactive in sharing information as early as possible to help identify, assess and respond to risks or concerns about the safety and welfare of children, whether this is when problems are first emerging, or where a child is already known to local authority children's social care (e.g. they are being supported as a child in need or have a child protection plan). 
Practitioners should be alert to sharing important information about any adults with whom that child has contact, which may impact the child's safety or welfare. 
Information sharing is also essential for the identification of patterns of behavior when a child has gone missing, when multiple children appear associated to the same context or locations of risk, or in relation to children in the secure estate where there may be multiple local authorities involved in a child's care. It will be for our local safeguarding partners to consider how they will build positive relationships with other local areas to ensure that relevant information is shared in a timely and proportionate way.

8. GUIDANCE FOR INFORMATION SHARING 
Fears about sharing information must not be allowed to stand in the way of the need to promote the welfare, and protect the safety, of children, which must always be the paramount concern. To ensure effective safeguarding arrangements:
· All organisations and agencies that work to safeguard children and young people in Kirklees should have arrangements in place that set out clearly the processes and the principles for sharing information. The arrangement should cover how information will be shared within their own organisation/agency; and with others who may be involved in a child's life; Practitioners should not assume that someone else will pass on information that they think may be critical to keeping a child safe. 
· If a practitioner has concerns about a child's welfare and considers that they may be a child in need or that the child has suffered or is likely to suffer significant harm, then they should share the information with the Local Authority Front Door Service and/or the police. https://www.kirkleessafeguardingchildren.co.uk/wp-content/uploads/2019/08/2018-05-17-Duty-and-Advice-Contact-Form-1.docx
· All practitioners should be particularly alert to the importance of sharing information when a child moves from one local authority into another, due to the risk that knowledge pertinent to keeping a child safe could be lost; https://kirkleeschildrenhome.proceduresonline.com/p_leaving_the_home.html

9. CONSENT 
· Wherever possible, you should seek consent and be open and honest with the individual from the outset as to why, what, how and with whom, their information will be shared. 
· There may be some circumstances where it is not appropriate to seek consent
· Where there is a clear risk of significant harm to a child, or serious harm to adults the decision to share information is clear, as actions must be taken to respond to the disclosure. In other cases, for example, neglect, the indicators may be more subtle and appear over time. In these cases, decisions about what information to share, and when, may be more difficult to judge. Decisions in this area need to be made by, or with the advice of, people with suitable competence in Child Protection work such as named or designated practitioners or senior managers. The information shared should be proportionate
· All practitioners should aim to gain consent to share information, but should be mindful of situations where to do so would place a child at increased risk of harm. Information may be shared without consent if a practitioner has reason to believe that there is good reason to do so, and that the sharing of information will enhance the safeguarding of a child in a timely manner. When decisions are made to share or withhold information, practitioners should record who has been given the information and why all practitioners working with children in any context need to consider how to balance children’s rights and wishes in respect of sharing information about them, with their professional responsibility to keep children safe from harm. The NSPCC Gillick and Fraser Guidelines support practitioners to understand when a child may be mature enough to exercise decisions in their own right but highlights consideration of some key issues to bear in mind.  
 
· Gillick competence and Fraser guidelines | NSPCC Learning




10. CONTEXT INFORMATION 
Information relating to context, locations, perpetrators etc should also be shared. Information sharing allows for a full spectrum of intelligence to be gathered thereby assisting in the targeting of risky behaviors but also understanding of the threat within our communities and services. If a practitioner, Community or a Voluntary organisation has information or intelligence to share with the agencies that does not relate to a particular child or individual they should pass this information through the West Yorkshire Police information sharing portal. https://www.westyorkshire.police.uk/report-it
This will allow the Police to report upon trends, patterns or hotspots that will assist with mapping and profiling that allow for action to be taken in those identified areas and can be reported back to the Exploitation Operational and Strategic groups.  
All agencies should raise awareness with members of general public to share any information they wish to the authorities by using the Crime stoppers portal which is an independent charity that helps to solve crimes. Crime stoppers have an anonymous 24/7 phone number 0800 555 111 that anyone can pass information through. Crime stoppers should only be used where details of a child are not known. Safeguarding concerns relating to an identifiable child need to be submitted via the processes outlined above.

11. FRONT DOOR & MACE INFORMATION SHARING PROCESS
The process for sharing information relating to children and young people who are at risk of child exploitation should be directed to the Front door Service who will assess the need for further action including the Risk and Vulnerability team screening process and or MACE meeting to take place and manage those concerns.  Information regarding this process can be found here:
 https://www.kirkleessafeguardingchildren.co.uk/wp-content/uploads/2019/08/2018-05-17-Duty-and-Advice-Contact-Form-1.docx
https://www.kirkleessafeguardingchildren.co.uk/wp-content/uploads/2019/12/Single-Point-of-Contact-MACE-process.docx
The MACE process does not replace or override current safeguarding procedures. Cases involving children who are at immediate risk should not wait for the MACE process.
12. CP-IS
The Child Protection-Information Sharing (CP-IS) programme assists information sharing between the local authority and health. CP-IS identifies and safeguards unborn babies and children who are subject to a local authority Child Protection Plan when attending unscheduled healthcare settings across England.
https://digital.nhs.uk/services/child-protection-information-sharing-project 
When a child is known to social services and is a Looked After Child or on a Child Protection Plan, basic information about that plan is shared securely with the NHS. If that child attends an NHS unscheduled care setting, such as an emergency department or a minor injury unit:
· The health team is alerted that they are on a plan and has access to the contact details for the social care team
· The social care team is automatically notified that the child has attended, AND 
· Both parties can see details of the child's previous 25 visits to unscheduled care settings in England

13. MYTH-BUSTING GUIDE TO INFORMATION SHARING
Sharing information enables practitioners and agencies to identify and provide appropriate services that safeguard and promote the welfare of children. Below are common myths that may hinder effective information sharing.
Data protection legislation is a barrier to sharing information
No - the Data Protection Act 2018 and GDPR do not prohibit the collection and sharing of personal information, but rather provide a framework to ensure that personal information is shared appropriately. In particular, the Data Protection Act 2018 balances the rights of the information subject (the individual whom the information is about) and the possible need to share information about them.
Consent is always needed to share personal information
No - you do not necessarily need consent to share personal information. Wherever possible, you should seek consent and be open and honest with the individual from the outset as to why, what, how and with whom, their information will be shared. You should seek consent where an individual may not expect their information to be passed on. When you gain consent to share information, it must be explicit, and freely given. There may be some circumstances where it is not appropriate to seek consent, because the individual cannot give consent, or it is not reasonable to obtain consent, or because to gain consent would put a child's or young person's safety at risk.
Personal information collected by one organisation/agency cannot be disclosed to another
No - this is not the case, unless the information is to be used for a purpose incompatible with the purpose for which it was originally collected. In the case of children in need, or children at risk of significant harm, it is difficult to foresee circumstances where information law would be a barrier to sharing personal information with other practitioners.
The common law duty of confidence and the Human Rights Act 1998 prevent the sharing of personal information
No - this is not the case. In addition to the Data Protection Act 2018 and GDPR, practitioners need to balance the common law duty of confidence and the Human Rights Act 1998 against the effect on individuals or others of not sharing the information.


IT Systems are often a barrier to effective information sharing
No - IT systems, such as the Child Protection Information Sharing project (CP-IS), can be useful for information sharing. IT systems are most valuable when practitioners use the shared data to make more informed decisions about how to support and safeguard a child. 
Practitioners looking to share information should consider which processing condition in the Data Protection Act 2018 is most appropriate for use in the particular circumstances of the case.
https://www.kirkleessafeguardingchildren.co.uk/wp-content/uploads/2019/07/2018-04-04-Flowchart-of-when-and-how-to-share-information.pdf
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14. Conclusion: 
In conclusion, effective information sharing is crucial for the KSCP to identify and respond to child protection concerns. It requires a balance between the need to share information to protect children and the need to protect individuals' privacy and confidentiality. Following the legal framework and guidelines for information sharing can help to overcome challenges and ensure that information is shared effectively. Strategies such as training, awareness-raising, and clear protocols and procedures can support effective information sharing.
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Introduction 


 


What is Gillick competence? 


 


Who decides If I’m Gillick competent? 


 


How will it be decided if I’m Gillick 


competent? 


 


What if my decision goes against my 


parents or carers wishes, or I don’t want 


to tell them? 


 


How do I get a Gillick competent 


assessment? 


 







 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 


 


Young people aged 16 and over are usually allowed to 


consent to their own medical treatment. This is because they 


will typically have enough understanding to be able to make 


an informed choice in the same way that adults can. 


Young people under the age of 16 can also consent to their 


own treatment, but only if they're believed to have enough 


understanding to fully appreciate what's involved.  


 


Usually, a parent or carer will consent on behalf of the young 


person. If a young person wishes to receive treatment 


without consent, they can do but only if they’ve been 


assessed as being Gillick competent. 


Gillick competence helps those who work with young people 


to find a balance between listening to young people's wishes 


(which are sometimes different to the wishes of their parents 


or carers) and recognising that they might not yet have 


enough understanding to make an informed choice.  


 


Gillick competence recognises that young people mature at 


different rates, and that the age that they are able to make 


competent decisions won’t be the same for everyone. Even if 


you are deemed to be Gillick competent in making one 


decision, you may not be in another. 







 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 


 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
  
 
 
 
 
 
 
 
 
 
 


 


 


If you’re under 16 and your parent or carer agrees with your 


decision about whether or not you should have treatment, 


they can consent (or not) for you, and you won’t need to be 


assessed for Gillick competence.  


 


If you wish to receive treatment without the consent of your 


parent or carer, or perhaps even without their knowledge, 


then it is important that everyone involved is certain that you 


know what you’re consenting to.  


 


Your competence to make medical decisions must be 


assessed by a trained professional. You can’t assess your 


own competence, and nor can an older friend or your 


teacher. 


 


The professional who assesses your competence will need to 


consider: 


- Your age, maturity, and mental capacity  


- How well you understand the issue and what it involves 


including the advantages and disadvantages (pros and cons) 


and potential long-term impact  


- How well you understand the risks, implications and 


consequences that might arise from your decision 


- How well you understand any advice or information you’ve 


been given about it  


- Your understanding of any alternative options  


- Your ability to make and communicate a reasoned decision 


about what your wishes are 







 
 
 
 
 
 
 
 


 


First, speak to your parent or carer if possible. You might be 


able to reach an agreement with them about whether you 


should receive the medical treatment.  


 


If you can, speak to the health professional involved in your 


care. If you don’t know who this is, or want to find out more, get 


in touch with……….. They will be able to talk you through your 


options and work with the right health professionals to arrange 


a Gillick competence assessment for you.  


 


You can get in touch by calling……… 


It’s important that you have a conversation with your parent or 


carer, wherever possible, about any health concerns you have. 


If at first, you’re not in agreement about what’s right for you, it 


can help to talk things through, so that you can understand 


their concerns and they can understand yours.  


 


If you seek medical treatment without your parent or carer’s 


consent, the medical professional you speak to may try to 


encourage you to have another conversation with them, but if 


you don’t feel comfortable doing that or if they still don’t agree 


with your decision, your treatment can still go ahead as long as 


you’re assessed as being Gillick competent. Your parent or 


carer won’t find out about any treatment you’ve had without 


their consent unless there are serious concerns about your 


welfare. 
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Kirklees Council Information Sharing Protocol 
Kirklees Front Door 2023 


 


Organisation name Kirklees Council Children's Services 


Head office address Kirklees Council, Civic Centre 3, Market Street, Huddersfield 


Phone 01484 221000 


Email DPO@kirklees.gov.uk 


Named data protection officer Erin Wood  


ICO notification reference Z575071X 


Version control 
 


Date agreement comes into force 09/12/2023 


Date of agreement review June 2024 


Agreement owner (organisation) Kirklees Council 


Agreement drawn up by (author) Sam Payne 


Status of document Live 


Version 7.0 


See Appendix 1 for all signatories 
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1. Purpose 
 


Details References 


 
The purpose of this protocol is: 
 


• To provide a framework for the lawful sharing of information between signatory organisations involved in the 
safeguarding of children 


• To facilitate the exchange of personal and sensitive information in the interests of protecting children and young 
people from actual or potential harm and to ensure that when information is shared the legal means to do so exists 


• To provide for early and effective multi-agency intervention to safeguard children and young people with care 
and support needs, which will promote social inclusion, health and well-being 


• To encourage and help develop effective information sharing between different services and professional groups, 
based upon trust and mutual understanding 


• To facilitate and provide clear guidance on the exchange of personal and sensitive information for the 
investigation and response to suspected abuse and neglect of children and young people in Kirklees under the 
Safeguarding Children procedures https://www.kirkleessafeguardingchildren.co.uk/procedures-local-protocols-
and-guidance/ 
 
 


Section 1 – Introduction 
 
In order to ensure that safeguarding decisions within the Kirklees Front Door are made in a timely manner, necessary 
and proportionate interventions, and decision-makers require full information concerning an individual and their 
circumstances. Information viewed alone or in siloes is unlikely to give the full picture or identify the risk. 
 
All relevant information from various agencies needs to be available and accessible in one place. A multi-agency 
Kirklees Front Door helps ensure this and aids communication between all safeguarding partners, thus ensuring that 
the team quickly identifies those who are subject to or at risk of harm. 
 


Information should only be shared within the Kirklees Front Door for the purposes of safeguarding and promoting 
the welfare of children, and for the prevention and detention of related crime. 
 
HM Government advice on Information Sharing (March 2015) states that: 


 



https://www.kirkleessafeguardingchildren.co.uk/procedures-local-protocols-and-guidance/

https://www.kirkleessafeguardingchildren.co.uk/procedures-local-protocols-and-guidance/
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Details References 


"Sharing information is an intrinsic part of any front-line practitioner's job when working with children and young 
people. The decisions about how much information to share, with whom and when, can have a profound impact 
on individuals' lives. It could ensure that an individual receives the right services at the right time and prevent a 
need from becoming more acute and difficult to meet. At the other end of the spectrum it could be the difference 
between life and death." 
 
Poor or non-existent information sharing is a factor repeatedly flagged up as an issue in Safeguarding Practice 
Reviews (SPRs) carried out following the death or serious injury to a child. 
 
The duty to safeguard and promote the welfare of children at risk of abuse or neglect must not be compromised by fears 
of individuals or organisations in relation to sharing information. No practitioner should assume that someone else will 
pass on information which may be shared with or without consent, through considering what is reasonable, necessary 
and proportionate to share. 
 
The Children Act 2004 emphasizes the importance of safeguarding children by stating that relevant partner agencies - 
which include the police, children's services authorities, Clinical Commissioning Groups now superseded by Integrated 
Care Boards and the NHS England - must make sure that functions are discharged having regard to the need to 
safeguard and promote the welfare of children. The Act also states that they must make arrangements to promote co-
operation between relevant partner agencies to improve the well-being of children in their area. 
 
Well-being is defined by the Act as relating to a child's: 
 


1. Physical and mental health and emotional well-being ('be healthy') 
2. Protection from harm and neglect ('stay safe') 
3. Education, training and recreation ('enjoy and achieve') 
4. The contribution made by them to society ('make a positive contribution') 
5. Social and economic well-being ('achieve economic well-being') 


 
Although most commonly used to refer to young people aged 16 or under, 'children' in terms of the scope of this Act 
means those under 18 years of age. 
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Section 2 – Specific purpose for sharing information 
 
The Kirklees Front Door helps deliver three key functions: 
 


1. Information based risk assessment and decision making – 
identify through the best information available to the partner agencies those children and young people who 
require support or a necessary and proportionate intervention 


 


2. Victim identification and harm reduction – 
identify victims and future victims who are likely to experience harm and ensure partners work together to deliver 
harm reduction strategies and interventions 


 


3. Co-ordination of all safeguarding partners – 
ensure that the needs of all vulnerable people are identified and signposted to the relevant partner/s for the delivery 
and co-ordination of harm reduction strategies and interventions 


 
Multi-agency collaboration was highlighted in the Munro review of Child Protection (2012)  
(http://www.education.gov.uk/munroreview/downloads/8875_DfE_Munro_Report_TAGG ED.pdf) as an example of good 
practice because of how it improved information sharing between participating agencies. 
 
The aim of this information sharing protocol is to document how the signatories involved will share information about 
children who have come to our attention for being at risk of failing to achieve at least one of the five outcomes listed 
above on the previous page. 
 
This agreement does not cover other information sharing between the signatory agencies that take place outside of the 
Kirklees Front Door. These transactions will be covered (where appropriate) by separate information sharing 
agreements. 
 
The 7 golden rules to sharing information can be found in Appendix 3. 
 


 


 



http://www.education.gov.uk/munroreview/downloads/8875_DfE_Munro_Report_TAGG%20ED.pdf)
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Details References 


 


 
Definitions 
 
Personal information/data is: 
 


• information/data relating to a living individual who can be identified from the data or other data/information that 
Kirklees Council holds 
 


• could be single elements or a combination – for example, names, addresses, occupation, date of birth – and could 
also include opinions about them and intentions towards them. 


 
A data controller is: 
 


• the natural or legal person, public authority, agency or other body which, alone or jointly with others determines 
the purposes and means of the processing of personal data. Within this protocol it is acknowledged that the 
agencies both sharing and receiving the data are the data controllers. 
 


 


The Caldicott Principles: 
 
The sharing of information in health and social care is guided by the Caldicott principles. These principles are reflected in 
the Data Protection Act 2018, UK GDPR and all associated legislation and are useful to other sectors:  
 
Please see Appendix 4. 
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Details References 


Special categories of personal data are: 


 


• racial or ethnic origin 


• political opinions 


• religious or philosophical beliefs 


• trade union membership 


• genetic data 


• biometric data for the purpose of uniquely identifying a natural person 


• Data concerning health 


• Data concerning a person’s sex life or sexual orientation 


 


Principles 
 
The principles set out below are intended to help practitioners working with children, young people, parents and carers. 
Practitioners should use their judgment when making decisions on what information to share and when and should follow 
organization procedures or consult with their manager if in doubt. 
 
The most important consideration is whether sharing information is likely to safeguard and protect a child. 


Practitioners should consider whether information sharing is: 


• necessary and proportionate – when taking decisions about what information to share, you should consider how 
much information you need to release – the Data Protection Act 2018, UK GDPR and all associated legislation 
require you to consider the impact of disclosing information on the information subject and any third parties, so 
any information shared must be proportionate to the need and level of risk 


 


• relevant – only information that is relevant to the purpose should be shared with those who need it, as this allows 
others to do their job effectively and make sound decisions 


 


• adequate – information should be adequate for its purpose, meaning information should be of the right quality to 
ensure that it can be understood and relied upon 
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Details References 


• accurate – information should be accurate and up to date and should clearly distinguish between fact and opinion, 
and where the information is historical then this should be explained 


 


• timely – information should be shared in a timely fashion to reduce the risk of harm as timeliness is key in 
emergency situation, and it may not be appropriate to seek consent for information sharing if it could cause delays 
and therefore harm a child, so practitioners should ensure that sufficient information is shared, as well as consider 
the urgency with which to share it 


 


• secure – information should be shared in the most secure way available, and practitioners must always follow their 
organisation's policy on security for handling personal information 


 


What information can I share? 
 
Share the information which is necessary for your purpose. It may not be necessary to give all agencies access to all 
information you hold. Make sure what you provide is up to date, accurate and relevant. 
 


When and how to share information 
 
When asked to share information, you should consider the following questions to help you decide if and when to share. If 
the decision is taken to share, you should consider how best to effectively share the information. 
 


When? 
 
Is there a clear and legitimate purpose for sharing information: 
 


• yes –see next question 


• no – do not share information 


 
Does the information enable an individual to be identified: 
 


• yes – see next question 
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Details References 


• no – you can share but should consider how 


Is the information confidential: 


• yes – see next question 


• no – you can share but should consider how 


Do you have consent: 


• yes – you can share but consider how 


• no – see next question 


 
Is there another reason to share information such as to fulfil a public function or to protect the vital interest of the 
individual: 
 


• yes – you can share but consider how 


• no – do not share 
 


Who? 
 
You should consider: 
 


• which agencies need to be involved in the sharing 


• who do we need information about in order to make the decision-child, parent, carers, others 


• is it sensitive personal information 


• do we have their consent or is there a basis for sharing without their consent 


 


How? 
 
You should: 
 


• ensure you are giving the right information to the right person, and that it is shared securely 
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Details References 


• identify how much information to share 


• distinguish fact from opinion 


• inform the individual that the information has been shared if they were not aware of this, as long as this would not 
create or increase risk of harm 
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2. Information to be shared 
 


Details References 


The Kirklees Front Door will share information relevant to safeguarding as allowed by the legislation. The following are 
examples of information, accessible to the Front Door, to be shared. It should be noted that the sharing relates to all multi-
agency safeguarding groups, and not only those noted below. 
 


• name of subject (child) and other family members, their carers and other persons whose presence and/or 
relationship with the subject child or children, is relevant to identifying and assessing the risks to that child 


• age/date of birth of subject and other family members, carers, other persons detailed 


• ethnic origin of family members 


• relevant Police information and intelligence 


• information that will contribute to an assessment to enable workers to complete a holistic assessment of a child and 


family 


• information exchanged for the purposes of risk management via Multi-agency Public, Protection Arrangements 


(MAPPA), such as data relating to convictions, cautions, final warnings, reprimands, details of case histories and 
intelligence, if appropriate, to the subject person 


• information required to manage risks and formulate safety plans for victims and their families in Kirklees via the 
Local Safeguarding Children’s Partnership 


• information about the risk posed by people who are convicted of offences against children and vulnerable offenders 


• information as required for Child Death Overviews Panels and the Child Death Review process 


• information required for safeguarding reviews such as Child Safeguarding Practice Review (SPRs) and 
Partnership Learning Reviews 


• information required for Multi-agency Risk Assessment Conference (MARAC) 


• datasets and information required for Kirklees’ Child Exploitation Panel (MACE), including information on 
potential suspects or person/s of concern linked to a child sexual exploitation and hot spots – the collation of data 
in the support of patterns or trends and early identification and trafficking 
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Details References 


• information sharing to support the prevent strategy 


• data required to meet any inspections regimes, timescales and request; data required as part of the work on the 
Health and Social Case prevention agenda: 


1. child’s name, address, gender, date of birth, and a minimum, educational setting (e.g. school) 


2. contact details for parents/carers; 


3. contact details for services working with a child: as a minimum (educational setting (e.g. school) and GP 


practice, but also other services where appropriate; 


4. type and details of concerns and case information; 


• details of Family Support Meetings 


• School and educational information (to include family members where appropriate and relevant) 


• GP and health records (to include family members where appropriate and relevant) 


NB In adherence with information sharing legislation, relevant and proportionate GP information regarding children 


under the age of 18 years and the primary carer of children under 1 year old is provided by the Locala Front Door 
Health Practitioners on behalf of the GP’s using SystmOne electronic health records. This includes any relevant and 
proportionate information that has been shared to the GPs by other health agencies. GP’s who do not use 
SystmOne electronic health records will be contacted by the Front Door Health Practitioners via secure email to 
request that relevant information be shared.  


• relevant anti-social behaviour (ASB) data 


• relevant data from West Yorkshire Ambulance Service or West Yorkshire Fire Service 


• housing and other partnership data relevant to the child and family who may affect the welfare of that child 
 


Not all of the above information will be requested to be shared in every case; only relevant information will be shared 
on a case-by-case basis to support risk-based decision making. 
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3. Legal basis 
 


Details References 


UK General Data Protection Regulation (GDPR) and Data Protection Act 2018 


What are the lawful bases for processing? 


The lawful bases for processing are set out in Article 6 of the UK GDPR. At least one of these must apply whenever you 
process personal data. For the purposes of this information sharing protocol the lawful bases which apply to information 
sharing within the Kirklees Front Door have been highlighted in yellow. 


(a) Consent: the individual has given clear consent for you to process their personal data for a specific purpose.  


*It is acknowledged that consent is unlikely to be relied upon as a legal basis for sharing information within this 
Information Sharing Protocol and other lawful bases will be more appropriate. It must be stressed that information 
can be shared legally without consent, if a practitioner is unable to, cannot be reasonably expected to gain 
consent from the individual, or if to gain consent could place a child at risk. 
 


(b) Contract: the processing is necessary for a contract you have with the individual, or because they have asked you to take 
specific steps before entering into a contract. 


(c) Legal obligation: the processing is necessary for you to comply with the law (not including contractual obligations). 


(d) Vital interests: the processing is necessary to protect someone’s life. 


(e) Public task: the processing is necessary for you to perform a task in the public interest or for your official functions, and the 
task or function has a clear basis in law. 


(f) Legitimate interests: the processing is necessary for your legitimate interests or the legitimate interests of a third party, 
unless there is a good reason to protect the individual’s personal data which overrides those legitimate interests. (This cannot 
apply if you are a public authority processing data to perform your official tasks.) 


 
 
 


GDPR – go to 
articles 6 and 9 
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Where practitioners need to share special category personal data, they should be aware that the Data Protection 
Act 2018 includes ‘safeguarding of children and individuals at risk’ as a condition that allows practitioners to 
share information without consent. 


 
Where condition 9(2)(g) – substantial public interest – is relied upon, then a condition from Part 2 of Schedule 1 of the DPA 
2018 must also be met. The most appropriate conditions to rely on for the purposes of children’s social care and / or 
safeguarding are: 
 


o Condition 10 – Preventing or detecting unlawful acts 
o Condition 11 – Protecting the public 
o Condition 18 – Safeguarding of children and individuals at risk 


 
 
 
HM Government has published guidance which should be read in conjunction with this protocol and it is an invaluable 
resource for all safeguarding professionals working with children, young people and families. 
 
Information sharing: Advice for practitioners providing safeguarding services 2018 – 
https://www.gov.uk/government/publications/safeguarding-practitioners-information-sharing-advice 
 
The document should be considered as an accurate summary of legal principles and of what the law requires for decision 
making to be lawful concerning the sharing of information and not merely, as guidance. 



https://www.gov.uk/government/publications/safeguarding-practitioners-information-sharing-advice

http://www.gov.uk/government/publications/safeguarding-practitioners-information-sharing-advice
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Local authorities responsibilities for sharing information under the Care Act 2014 
 
 
Under the Care Act 2014 a local authority must: 
 


• set up a safeguarding board; the board will share strategic information to improve local safeguarding practice 


• co-operate with each of its relevant partners; relevant partners must cooperate with the local authority  


 


For parties responsible the following apply: 


1. the use of confidential information or any part of it only for the purpose expressly set out in the agreement 
2. organisational and security measures to protect the lawful use of information shared under this agreement 
3. procedures in place to address complaints relating to inappropriate disclosure 


 
 
Attention is drawn in addition to the 'seven golden rules' set out in the Information sharing: Advice for practitioners 
providing safeguarding services 2018 as a practical exposition of the law relating to information sharing. 
https://www.gov.uk/government/publications/safeguarding-practitioners-information-sharing-advice 
 
For the protection and use of personal information the following guidance is available: 
 


1. Human Rights Act 1998 


http://www.legislation.gov.uk/ukpga/1998/42/contents  


  
2. The Common Law Duty of Confidentiality 


 
https://www.ukdataservice.ac.uk/manage-data/legal-ethical/obligations/duty-of-confidentiality 
 
 


  


 



http://www.gov.uk/government/publications/safeguarding-practitioners-information-sharing-advice

http://www.legislation.gov.uk/ukpga/1998/42/contents

https://www.ukdataservice.ac.uk/manage-data/legal-ethical/obligations/duty-of-confidentiality
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Details References 


 


 
 


 
The Data Protection Act 2018 identifies 6 key principles in relation to the sharing of personalised data. 
 
 


1. First Principle 
 
 
The first data protection principle states that data must be processed lawfully and fairly. 


A public authority must have some legal power entitling it to share the information. 


Some concerns regarding children where information will need to be shared under this agreement will often fall below a 
statutory threshold of Section 47 or even Section 17 
 
Children Act 1989. If they do however fall within these sections of the 1989 Act then these sections will be the main legal 
gateway. 
 


Sections 10 and 11 of the Children Act 2004 place new obligations upon Local authorities, police, clinical commission 
groups and the NHS England to co-operate with other relevant partners in promoting the welfare of children and also 
ensuring that their functions are discharged having regard to the need to safeguard and promote the welfare of children. 
 


Section 10 and 11 of the Children Act 2004 create a 'permissive gateway' for information to be shared in a lawful manner. 
Such information sharing must take place in accordance with statutory requirements pertaining to the disclosure of 
information namely the Data Protection Act 2018, UK GDPR and associated legislation, the Human Rights Act 1998 and 
the Common Law duty of confidentiality. 
 


 







 


 
17 


Details References 


 


Schedule 2 part 1 para 2 (1) of the Data Protection Act 2018 allows data to be shared without consent if it is relation to the 
prevention or detection of crime or the apprehension or prosecution of offenders. This is in the interests of our colleagues 
within the police.   
Social care services within the Council are much more likely to rely on Part 2 – 18.(1)(a)(i) necessary for the purposes of 
protecting an individual from neglect or physical, mental or emotional harm. 
 
Under this agreement, if not disclosing information to the Kirklees Front Door would prejudice the situations listed above, 
organisations are then exempt from the usual non-disclosure provisions and may provide the information requested / they 
wish to share proactively. 
 
All decisions to share or not share information must be decided on a case-by-case basis and recorded. 
 
Duty of confidence 
 
A duty of confidence may be owed to both the holder of the data and to the data subject. Much of the police information to 
be shared will not have been obtained under a duty of confidence as it is legitimately assumed that data subjects will 
understand that police will act appropriately with regards to the information for the purposes of preventing harm to or 
promoting the welfare of children.  
 
Whilst always applying the tests of proportionality and necessity to the decision to share information, the protection of 
children or other vulnerable persons would clearly fulfil a public interest test when passing the information to a partner 
agency whose work with the police would facilitate this aim. All information shared with a partner agency must be relevant 
to the case in point. 
 


Information held by other agencies that will be shared in the Kirklees Front Door may have been gathered where a duty 
of confidence is owed. Duty of confidence is not an absolute bar to disclosure, as information can be shared where 
consent has been provided or where there is a strong enough public interest to do so as it relates to the wellbeing of 
children, young people and their families. 
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Details References 


 
Consent 
 
Wherever possible, all practitioners should seek consent to share and be open and honest with the individual from the 
outset about why, what, how and with whom their information will be shared. Practitioners should seek consent where an 
individual may not expect their information to be passed on. When organisations gain consent to share information, it must 
be explicit, and freely given. There may be some circumstances where it is not appropriate to seek consent, either because 
the individual cannot give consent, it is not reasonable to obtain consent, or because to gain consent would put a child or 
young person’s safety or well-being at risk. Where a decision to share information without consent is made, a record of 
what has been shared should be kept. 
 
Privacy Information 
 


• Providing privacy information is one of the key requirements of the UK GDPR, as individuals have the right to be 
informed about the collection and use of their personal data. Organisations processing the personal data of 
individuals need to be clear and transparent to those individuals about what they are doing with their data. 
Organisations need to tell people: 
 


o The type of data they collect; 
o Their purposes for processing the personal data;  
o Their retention periods for the data; 
o Who the information will be shared with 


  


Kirklees Council’s privacy notice can be found here: How we use your data | Kirklees Council 


 
In regards to Police personal information, this will be used for the purposes of 'Policing' and the notices states that 
information may be shared with a variety of other agencies for the purposes of Policing. 


If staff of signatory agencies receive information and they believe that by NOT disclosing this information the police will 
be unable to prevent or detect a crime, or the police will be unable to apprehend or prosecute an offender, then they may 
fairly share that information with the police. This decision will be taken on a case-by-case basis and recorded. 
 


 



https://www.kirklees.gov.uk/beta/information-and-data/how-we-use-your-data.aspx
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Details References 


 
Legitimate expectation 
 
The sharing of the information by partners fulfil a duty upon them provided by statute law (Children Act 2004) i.e. co- 
operation to safeguard or promote the wellbeing of children. (Section 10 and Section 11) 
 
For police it can reasonably be assumed that the persons from whom information is obtained will legitimately expect that 
police will share it appropriately with any person or agency that will assist in fulfilling the policing purposes mentioned 
above. 
 
As previously identified consent will have been considered before the individual's case is brought to the Kirklees Front 
Door. In cases, where consent has been granted individuals will have a legitimate expectation of how their data is going 
to be used and with whom it may be shared and why. 
 
 
Human Rights Act 1998 - Article 8: the right to respect for private and family life, home and correspondence 
 
There shall be no interference by a public authority with the exercise of this right except such as is in accordance with the 
law and is necessary in a democratic society in the interests of national security, public safety or the economic well- being 
of the country, for the prevention of disorder or crime, for the protection of health or morals, or for the protection of the 
rights and freedoms of others. 
 
Consent is relevant to the rights of those to whom confidential information relates, and thus to legal obligations such as 
the Human Rights Act 1998. 
 
The sharing of information with children's services may engage Article 8 however there will be no contravention provided 
that an exception within Article 8(2) applies. 
 
The benefits of effective sharing of information for the purposes set out in this agreement are to the direct benefit of the 
citizen and so in the public interest. This agreement is: 


 


Details References 
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• in pursuit of a legitimate aim – the promotion of the welfare and wellbeing of children and ensuring they achieve 
all five outcomes is, by virtue of S.11 of Children Act 2004, a legitimate aim and major responsibility of the 
signatories to this agreement; 
The sharing of information under this agreement is also in line with Articles 2 and 3 of the Human Rights Act 
1988, namely the right to life and the right to prohibition of torture or inhuman or degrading treatment. 


 


• proportionate – the amount and type of information shared will only be that necessary to achieve the aim of this 
agreement; 
Information is always to be considered in terms of its proportionality in each set of circumstances, but it must 
always be remembered that the right to life is paramount. 


 


• an activity appropriate and necessary in a democratic society – the police are obliged to do all that is 
reasonable to ensure the welfare of the most vulnerable of citizens and this is something that is necessary and 
appropriate in a democratic society; 
Other signatories to this agreement such as Integrated Care Boards and Children's Services also have similar 
obligations, which are necessary and appropriate in a democratic society. 


 


2. Second principle 
 
Personal data shall be collected for specified, explicit and legitimate purposes and not further processed in a manner 
incompatible with those purposes. 
 
The Police information exchanged under this agreement was obtained for policing purposes. Under this arrangement it 
will not be processed in any manner contradictory to that purpose. Likewise, other agencies also collect information for 
other purposes 
 
All information will only be used within the Kirklees Front Door for the purposes of safeguarding the vulnerable and 
reducing harm, which is not incompatible with the reason it was originally collected. 
 


3. Third principle 
 
Personal data shall be adequate, relevant and limited to what is necessary in relation to the purposes for which they are 
processed. 
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Details References 


Due to the complexity of the Kirklees Front Door, providing a prescriptive list of data fields to be shared is difficult. Further 
detail can be obtained from individual information sharing agreements (see Data Sharing Agreement template – Appendix 
2). Each strand of the Kirklees Front Door should have, or be working towards having, an individual sharing agreement in 
place. 
 
Any information that is shared into and within the Kirklees Front Door will be decided on a case-by-case basis and 
must be relevant to the aims of this protocol. 
 


4. Fourth principle 
 
Personal data shall be accurate and, where necessary, kept up to date. 
 
All the information supplied will be obtained from signatories' computer systems or paper records and subject to their own 
organisations reviews, procedures and validation. Any perceived inaccuracies should be reported to the contact at that 
agency for verification and any necessary action. 
 
Whilst there will be regular sharing of information, the data itself will be 'historical' in nature. Specifically this means that 
the data fields exclusively relate to individual actions or events that will have already occurred at the time of sharing. 
These are not categories of information that will substantially alter or require updating in the future. The exception to this 
will be that of the unborn child. 
 


5. Fifth principle 
 
Personal data shall be kept in a form which permits identification of data subjects for no longer than necessary 
 
The data will be kept in accordance with signatories' file destruction policy. It is acknowledged that there is a need to 
retain data for varying lengths of time depending on the purpose and also in recognition of the importance of historical 
information for risk assessment purposes. However, once information is no longer needed, it should be destroyed. 
 


6. Sixth principle 
 
Personal data shall be processed in a manner that ensures appropriate security of the personal data including protection 
against unauthorised or unlawful processing and against accidental loss or destruction. 
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Details References 


 


Law Enforcement Processing: Any Information sharing under this agreement for the law enforcement purpose will 
comply with the six Data Protection Principles set out in DPA 2018 Sections 34 to 40 – see Appendix 5 
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4. Format and frequency 
 


Details References 


The format the information will be shared in is by secure electronic method. Information will be stored securely on our local 
authority IT systems – LCS (Liquidlogic Childrens Social Care System)/EHM (Early Help Module) Liquid Logic database, 
Wisdom electronic social care recording system or on secure shared drives – for example, not in areas where the public 
have access. 
 
 


Data Security & Management 
 
It is important that information is shared safely and only shared with the intended recipient. The information should show 
the originator’s details, including organisation name (where applicable) and date.  
 
Email – this is by far the most widely used method to exchange information therefore care should be taken to anonymise 
any identifying information, e.g. by using initials. The risks in relation to using email is acknowledged, however, its use 
has been agreed to ensure timely exchange of information to those recipients who are not in possession of a secure 
encrypted email account or do not have email encryption software.  
 
Where an organisation has access to Government Connect / GCSX (or equivalent), this facility must be used. It is a 
secure network between central government and every local authority in England and Wales. It is part of the wider 
Government Secure Intranet (GSi) and provides connectivity to nearly all central government departments as well as the 
NHS and the police. If you use other secure email methods such as Egress you need to check if the recipient can 
access the information you send.  
 
Kirklees Council recommends using the protective marking of ‘Official-Sensitive’ on emails containing personal 
information/sensitive content that requires additional protection. 
 
Check the intended recipient is the actual person!  
The full list of secure Government email systems are below. They have email addresses ending: 
 
.cjsm.net (Criminal and Justice)  
.gov.uk (Local Government/Social Services) . 
.gse.gov.uk (Central Government) . 
.gsi.gov.uk (Central Government including Department of Health) . 
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.gsx.gov.uk (Central Government) .hscic.gov.uk (The Health and Social Care Information Centre)  


.mod.uk (Military)  


.nhs.net (NHSmail)  


.nhs.uk (NHS Foundation Trusts e.g. South West Yorkshire Partnership NHS Foundation Trust – swyft.nhs.uk) 
 .pnn.police.uk (Police)  
.scn.gov.uk (Criminal and Justice)  
 
Egress should only be used if you are sure the recipient can access this method, the preference should be to use the 
above secure email domains. Other methods  
 
Fax - is only secure if the person who requires the information is waiting by the receiving fax machine to receive the 
document immediately or the fax machine is located in a secure place. Faxes should only ever be used as last resort.  
 
Scanning - this is usually where you scan a document to your own email or to a location in your data collection system, 
ensure you enter the correct email address.  
 
Text Messaging - this method of communication is often preferred by people staff work with, however, staff should be 
aware that no confidential information is shared when texting and that any language used is professional and courteous.  
 
Postal or Courier Services - can never be fully secure and are not recommended unless secure email is not possible. If 
post is to be used, ensure that you use an envelope that will show if it has been tampered with (preferably inside another 
envelope), and is marked ‘Private and confidential addressee only’.  
 
Personal exchange - Paper copies of information can be exchanged in person provided that both the information holder 
and the recipient take appropriate measures to ensure that it cannot be read by anyone who does not have a legitimate 
reason to do so. Paper copies should be kept secure at all times.  
 
Verbal Exchange - this is only secure if it is not repeated to anyone who is not authorised to hear it, or overheard when 
exchanged or discussed e.g. in a busy office or during a conference phone call. If information is exchanged verbally in a 
manner where it is not recorded at the time, the exchange should be validated and confirmed in writing as soon as 
possible.  
 
Disposal of Data/information - at the end of its use (for copy information) or agreed retention period information should 
be securely disposed of in line with internal procedures. Where information has been shared, and the receiving 
organisation is not the data controller, authority of the originating organisation should be sought before destruction takes 
place.  
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Staff should be aware of their own organisations’ policy on using social media such as Facebook/Twitter and any future 
social media that comes into being. The general line should be that your personal social media account is not used for 
sharing any account of the work you are engaged in. No identifiable information should be shared. 
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5. Data retention 
 


Details References 


Information will be retained in accordance with each partners' published data retention policy available on their websites, 
and in any event no longer than is necessary. It is acknowledged that additional retention considerations may need to be 
made in line with further statutory guidance born out of public inquiries (e.g. The Goddard Inquiry) or in adherence with 
any specific legal duties.  
 
The Kirklees Front Door enquiry records will be stored on the LCS / EHM Liquid Logic database, on Wisdom electronic 
document storage system or on a secure shared drive. 
 
However, other agencies may be passed information from the Kirklees Front Door case record where appropriate for 
further interaction with a child, which may also be stored electronically. 
 


Storage of papers 
 
It is not the intention of this agreement that information will be produced in a hard format. If information is printed off an 
electronic system, it will be the partner's responsibility to keep the information secure by measures such as storing 
documents in a locked container when not in use. 
 
Access to printed documents must be limited only to those with a valid 'need to know' that information. There should also 
be a clear desk policy and particular information from any agency is only assessed when needed and stored correctly and 
securely when not in use. 
 


Disposal of electronic information 
 
Once information contained within emails is transferred to partner's electronic systems, the emails will be deleted. 
 
Information will be held in electronic systems until the information is no longer required. Information provided as part of 
this agreement will be the subject of review by the partner agencies. Information will be destroyed in accordance with 
each agencies code of practice in handling information and with regards to their responsibilities under the Data Protection 
Act 2018, UK GDPR and associated legislation.  
 
If information is stored by partners electronically on their systems, information must be overwritten using an appropriate 
software utility – for example, Norton Utilities or CD discs physically destroyed. 


GDPR – go to 
article 5 
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6. Data accuracy 
 


Details References 


There is an assumption in place that each organisation has processes to ensure the integrity of data is checked in terms 
of accuracy, and any anomalies are resolved. 


GDPR – go to 
articles 5, 16-18 


7. Breach notification 
 


Details References 


Any concern or allegation of accidental or unlawful destruction, loss, alteration, unauthorised disclosure of or access to 
personal data will be a personal data breach under the Data Protection Act 2018 and must be reported immediately using 
the relevant internal reporting channels within the appropriate organisation. Further guidance on the process of reporting 
and escalating information security breaches can be found in the Data Security and Protection Toolkit. Those breaches 
that pose a significant risk will be reported to the Healthcare and Social Care Information Centre (HSCIC) and the 
Information Commissioners Office (ICO). 


 


Where a security breach linked to the sharing of data under this protocol is likely to adversely affect an Individual, all 
involved Partners must be informed within 48 hours of the breach being detected. The email addresses on Appendix 1 
should be used to contact the Partners. 
 
The decision to notify the ICO can only be made after consultation with any other affected Partner to this protocol, and 
notification to the ICO must be made within 72 hours of the breach being detected. Where agreement to notify cannot be 
reached within this timeframe, the final decision will rest with the Protocol owner as depicted on page 1 of this document. 
 
All involved Partners should consult on the need to inform the Individual, so that all risks are fully considered and 
agreement is reached as to when, how and by whom such contact should be made. Where agreement to notify cannot be 
reached, the final decision will rest with the Protocol owner as depicted on page 1 of this document. 
 
All Partners to this protocol must ensure that robust policy and procedures are in place to manage security incidents, 
including the need to consult Partners where the breach directly relates to information shared under this protocol. 


GDPR – go to 
articles 33, 34, 77- 
84 


8. Complaints 
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Details References 


Partner agencies will use their standard organisational procedures to deal with complaints from the public arising from 
information sharing under this protocol. 


GDPR – go to 
articles 16-22, 77 
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9. Commencement of Protocol 


This Protocol shall commence upon date of the signing of a copy of the Protocol by the signatory partners. The relevant information can be 
shared between signatory partners from the date the Protocol commences. 


 


10. Withdrawal from the Protocol 
Any partner may withdraw from this Protocol upon giving 4 weeks written notice to the Kirklees Council, information.governance@kirklees.gov.uk  


The Head of Service for the Kirklees Front Door will notify other Partners to the Protocol. The Partner must continue to comply with the terms of 
this Protocol in respect of any information that the partner has obtained through being a signatory. Information, which is no longer relevant, 
should be returned or destroyed in an appropriate secure manner. 


 


11. Agreement 


This Protocol must be approved by the responsible person within the organisation (SIRO/Caldicott Guardian/Chief Information Officer). 
 


Approver Name Vicky Metheringham (Service Director) 


Organisation Name Kirklees Council 


Date of Agreement January 2023 


Name of Departmental Lead and Job Title Charlotte Jackson (Head of Service – Kirklees Front Door) 



mailto:information.governance@kirklees.gov.uk
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12. Agreement to abide by this arrangement 


Agreement title: 
 


Kirklees Front Door Information Sharing Protocol 2023  


Signatories of this agreement must accept that the procedures laid down in this document provide a secure framework for the sharing of 
information between their agencies in a manner compliant with their statutory and professional responsibilities. As such they must: 


 


• Implement and adhere to the procedures and structures set out in this agreement. 


• Ensure that where these procedures are complied with, then no restriction will be placed on the sharing of information other than those 
specified within this agreement. 


• Engage in a review of this agreement with partners initially after 6 months from signature then at least annually. 


We the undersigned agree that each agency/organisation that we represent will adopt and adhere to this information sharing 


protocol: 
 


Organisation name  


ICO reference  


Name  


Post held  


Email address  


Signature  


Date  
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Appendix 1 
 


Name of 
organisation 


ICO 
reference 


Name of 
signatory 


Job title Email address Signature Date signed 


Kirklees 


Council 


Z575071X Vicky 
Metheringham 


Director vicky.metheringham@kirklees.gov.uk  01/02/2023 


West Yorkshire 


Police 


Z4894366 James Griffiths Chief Superintendent 


– Kirklees District 


kdsecretaries@westyorkshire.police.uk 


 


09/08/2023 


Calderdale & 


Huddersfield NHS 


Trust 


Z5356912 Natalie Wood Named Nurse for 


Safeguarding 


Children 


natalie.wood24@nhs.net 


 


01/02/2023 


NHS West 


Yorkshire ICB – 


Kirklees Health 


and Care 


Partnership 


ZB343685 (see additional sheet 


of individual Kirklees 


GP signatories pages 


33-37) 


    


Locala 


Community 


Partnerships 


 Jane Close Deputy Chief 


Executive 


jane.close@locala.org.uk  


 


09/02/2023 


NHS Mid 


Yorkshire 


Hospitals 


Z6899541 Dr I Wilson 


GMC 3547931 


Caldicott Guardian ian.wilson14@nhs.net  


 


01/03/2023 


Change Grow 


Live 


Z9124986 David Bamford Director David.Bamford@cgl.org.uk 


 


 


21.03.2023 



mailto:vicky.metheringham@kirklees.gov.uk

mailto:kdsecretaries@westyorkshire.police.uk

mailto:natalie.wood24@nhs.net

mailto:jane.close@locala.org.uk

mailto:ian.wilson14@nhs.net

mailto:David.Bamford@cgl.org.uk
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NHS South West 


Yorkshire 


Partnership 


 Darryl Thompson Chief Nurse/Director 


of Quality & 


Professions 


darryl.thompson@swyt.nhs.uk 


 


30.03.2023 


The Probation 


Service 


Z5679958 Joanne Atkin Head of Service joanne.atkin@justice.gov.uk 


 


06/04/2023 


       


       


       


 



mailto:darryl.thompson@swyt.nhs.uk

mailto:joanne.atkin@justice.gov.uk
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Name of organisation ICO 
reference 


Name of signatory Job title Email address Signature Date signed 


The Valleys Network 


Colne Valley Family 
Doctors 


 Dr Rebecca Hoddinott GP Partner Colnevalley.grouppractice@nhs.
net 


 


11.10.2023 


Elmwood Health Centre Z6815947 
 
 


Dr Sarah Shepherd 
 


Managing Partner 
 


sshepherd@elmwoodfamilydoct
ors.co.uk 
admin.elmwoodhealthcentre@n
hs.net 
 


 


17.07.2023 


Honley Surgery  Tina Walsh 
Helen McNae 


Practice Manager 
GP 


Tina.walsh@nhs.net 


 


23.08.23 


Meltham Group Practice  Dr D Ashraf Senior Partner  
 


23.08.23 


Oaklands Health Centre 
  


   


03.08.23 


Slaithwaite Health Centre   
   


03.08.23 


MAST 


Dearne Valley Health 
Centre 


 
    


01.09.23 


Kirkburton Health Centre Z6636894 Julie Lambe Business Manager Julie.lambe@nhs.net Julie Lambe 01.09.23 


Lepton & Kirkheaton  Anna Roberts Practice Manager Anna.roberts31@nhs.net 


 


19.07.23 


Shepley Health Centre  Dr Duncan Shaw GP Partner duncan.shaw1@nhs.net Duncan Shaw 11.08.23 


Skelmanthorpe Family 
Doctors   


Practice Manager Mark.fenteman@nhs.net 


 


03.08.23 


Viaduct 



mailto:sshepherd@elmwoodfamilydoctors.co.uk

mailto:sshepherd@elmwoodfamilydoctors.co.uk
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Crosland Moor Practice 
  GP  


 
07.09.23 


Fieldhead Surgery Z5797500 Abdul Khalil Practice Manager Abdul.khalil@nhs.net Abdul S Khalil 08.09.2023 


Lockwood Surgery Z2903091 Abdul Khalil Practice Manager Abdul.khalil@nhs.net Abdul S Khalil 08.09.2023 


Meltham Road Surgery  Dr Naim Hasanie GP  
 


 
17.07.23 


Newsome 
  


Senior GP 
 


 


02.08.23 


New Street & Netherton  Z5945993 Dr Boulton and Dr 
Grunsell 


Partners Jackie.grunsell1@nhs.net Jackie Grunsell 23.10.23 


Paddock & Longwood 
Family Practice / Speedwell 
Surgery   


Practice Manager Susan.lewis30@nhs.net 


 


31.07.23 


Thornton Lodge Surgery Z9592819 Abdul Khalil Practice Manager Abdul.khalil@nhs.net Abdul S Khalil 08.09.2023 


Greenwood Network 


Birkby Health Centre 00012678304 Afeera Aleem Practice manager Afeera.aleem@nhs.net Aaleem 24/10/2023 


Croft Medical Services 
Limited 


  GP  
 


05.08.23 


The Grange Group 
Practice 


 Davinder Singh Practice Manager Davinder.singh6@nhs.net D SINGH 13/7/23 


Fartown Green Road 
Medical Centre (Dr Handa & 
Partners) 


B85611 Dr HANDA GP Partner Anuj.handa@nhs.net Dr Handa 24.8.23 


Lindley Group Practice Z4894261 Dr Nicola Clayton GP – Clinical SG lead Nicola.clayton@nhs.net 


 


08.09.23 


Lindley Village Surgery  Murtada Al Murshidi Practice Manager Murtada.al-murshidi@nhs.net Murtada Al Murshidi 20.07.23 


Marsh Surgery  Dr Sukhdeep Gujral GP 


  


01.08.23 


Nook Surgery ZA806528 Abdul Khalil Practice Manager Abdul.khalil@nhs.net Abdul S Khalil 08.09.2023 



mailto:Abdul.khalil@nhs.net

mailto:Abdul.khalil@nhs.net

mailto:Abdul.khalil@nhs.net

mailto:Afeera.aleem@nhs.net

mailto:Davinder.singh6@nhs.net

mailto:Abdul.khalil@nhs.net
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Westbourne Surgery Z7421192 Dr Syed Iqbal GP Syed.iqbal4@nhs.net 


 


19.09.23 


Woodhouse Hill Surgery 


  


GP 
 


 


14.07.23 


Tolson 


Almondbury Surgery Z5339811 Dr Hannah Goodman GP Partner Hannah.goodman1@nhs.net 


 


27.07.23 


Dalton Surgery  Dr Sajad Khokhar GP Sajad.khokhar@nhs.net Dr S Khokhar 06/09/2023 


Greenhead Family 
Doctors 


 
 


 
 


 


01.08.23 


The Junction Surgery  Dr R Ali  GP Razwan.ali3@nhs.net 


 


23.8.2023 


Rose Medical Practice ZB161334  
 


Dr Satpal Singh  
 


GP Partner  
 


Rosemedicalpractice.huddersfiel
d@nhs.net  
  


24.08.2023  
 


Waterloo Practice 
 


 
 


Farooq.hameed@nhs.net 


 


04.09.23 


Whitehouse Centre B85659 Simon Cottrell Practice Manager Simon.cottrell@locala.org.uk 


 


19/09/23 


University Health Centre Z6882533 Dr Shanny Rasakumaran GP Partner shanthakumar.rasakumaran@nh
s.net 


 


22.9.2023 


Batley and Birstall 


Batley Health Centre  Jayne Elliott Practice Manager Jayne.elliott9@nhs.net 


 


17.07.23 


Blackburn Road Medical 
Centre 


 Dr Paul Carrotte GP Blackburnroad.medical@nhs.net 


 


01.09.23 



mailto:Sajad.khokhar@nhs.net

mailto:Simon.cottrell@locala.org.uk
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Broughton House 
Surgery 


 Dr Paul Carrotte GP broughtonhousesurgery@nhs.ne
t  


01.09.23 


Cherry Tree Surgery Z6505844 Dr. Arif Shaikh Lead GP Arif.shaikh2@nhs.net Arif Shaikh 31/10/2023 


Grove House Surgery Z748666X Chantel Ratcliffe 
 


GP Partner 
 


grovehousesurgery@nhs.net 
 


 


24/08/2023 
 


Kirkgate Surgery  


  
Andrew.grimshaw1@nhs.net 


 
17.07.23 


Mount Pleasant Medical 
Cntr 


 Shahid Akhtar Caldicott Guardian shahid.akhtar5@nhs.net  18.10.23 


Wellington House 
Surgery -Vic MC Y01851 


 Danni Steadman Practice Manager Danni.steadman@nhs.net D Steadman 25/10/2023 


Spen (SHAWN) 


Brookroyd Surgery   
Practice Manager 


 
 


11.09.23 


Cleckheaton Group 
Practice 


 Hannah Hughes Responsible Manager Hannah.Hughes4@nhs.net Dr Sarah Nicholls 23.08.23 


Cook Lane (Albion 
Street) Surgery 


Z1608634 Melanie Lockwood Practice Manager melanie.lockwood@nhs.net M.Lockwood 24/07/23 


Greenway Medical 
Practice- Greenside 


 


 


GP Partner Andrew.cameron5@nhs.net 


 


18.09.23 


Liversedge Medical 
Centre 


    
 
27.10.23 


Parkview Surgery   Practice Manager  


 


09.10.23 


Undercliffe Surgery  Jane Sharples 


 


janesharples@nhs.net 


 


24.07.23 


Dewsbury and Thornhill 


Albion Mount Medical 
Pract     


 
20.09.23 


Healds Road Surgery  Rachael Kilburn Managing Partner Rachael.kilburn@nhs.net 
 
14/09/23 


Paddock Surgery 
  


GP Partner 


  


14.07.23 


Savile Town Medical 
Centre 


Z83375885 Dr H Bhat GP Principal h.bhat@nhs.net 


 


11.09.23 


Sidings Healthcare 
Centre 


 Z9360507 Dr A Shaikh GP Partner Arif.shaikh@nhs.net 


 


2/8/23 



mailto:shahid.akhtar5@nhs.net

mailto:Danni.steadman@nhs.net
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Thornhill Lees Surgery B85606  Dr Y Patel GP Partner yakub.patel@nhs.net 


 


26-10-23 


Windsor Medical Centre B85620    LYNN BATLEY PRACTICE MANAGER lynn.batley@nhs.net 


 


12.07.2023 


Three Centres 


Calder View Surgery  Claire Townend Managing Partner  
 
07.09.23 


Eightlands Surgery Ltd Z6886015 Lauren Hill 
 


Practice Manager 
 


Lauren.hill14@nhs.net 
 


 


11.09.23 


Mirfield Medical Practice 
Ltd 


Z632279X  
 


Lauren Hill 
 


Practice Manager 
 


Lauren.hill14@nhs.net 
 


 


11.09.23 


North Road Suite  Justin Wood Practice Manager justin.wood@nhs.net  7/9/23 


Ravensthorpe HC Dr 
Mahmood & Partners 


 Charlotte Walker Practice Manager charlotte.walker79@nhs.net 


 


09.10.23 
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Appendix 2 
DATA SHARING AGREEMENT 


 
 


1.  Parties to this agreement 
 


Organisation’s Name 
 


 


Address 
 


 


Responsible Manager 
 


 


Contact Details 
 


 


Source / Recipient or both?  


Authorised Signatory/Date 
(Caldicott Guardian, SIRO, 
Chief Executive, Director etc) 


 


 


Organisation’s Name 
 


 


Address 
 


 


Responsible Manager 
 


 


Contact Details 
 


 


Source / Recipient or both?  


Authorised Signatory/Date 
(Caldicott Guardian, SIRO, 
Chief Executive, Director etc) 


 


 


Date of Agreement  
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2.  Specific purpose(s) for which the data sharing is required (all intended purposes should be described; it may be appropriate to describe each one on a 
separate pro forma) 


 


 
 
 
 
 
 


 
 
 
3.  Type and status of data shared  


 


Is the data ‘person identifiable’? (yes/no)  


Has a Data Protection Impact Assessment (DPIA) been 
completed? (yes/no) 


 


If the answer to the above question is YES, please give the 
DPIA reference number. 


 


Has the individual been provided with a privacy notice? 
(yes/no) 


 


Is the individual aware that sharing will take place? (yes/no)  


 
 
 
 
4.  Data Items shared 


 
This list must be comprehensive and include ALL data items that are to be shared. All data items to be shared must be justifiable as necessary for the purpose. You 
should tailor this section to suit your organisation’s specific needs. 
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Individuals’ Data 
 


Please list all that apply or say ‘none’ 


Name, address, contact details, date of 
birth, gender, GP, bank details 
 


 


Identifying numbers 
(NHS no. Carefirst no. etc.) 
 


 


Next of Kin, Emergency Contact, Carer 
Details 
 


 


Special category data: 
Religious beliefs; race or ethnic origin; 
political opinions; trade union details; 
genetic data; biometric data (where used 
for ID purposes); health information; 
sexual orientation. 


 


Other 
(Please describe in full) 
 


 


Risk Factors 
The Data Controller is to identify any risks 
associated with sharing this information 
and raise them when sharing. 


 


 
 


5a.  Legal basis for sharing personal data 
 


If processing personal data, what is the 
lawful basis for processing under Article 6 of 
the GDPR?  
 
(For further information go to the ICO page)  
 


 


List all the relevant piece(s) of legislation 
that allows you to process and share the 
personal data: 
 


 


 



https://ico.org.uk/for-organisations/guide-to-data-protection/guide-to-the-general-data-protection-regulation-gdpr/lawful-basis-for-processing/
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5b. Legal basis for sharing special categories of personal data 
 


If processing special category data, what is 
the lawful basis for processing under Article 
9 of the GDPR? 
 
(For further information go to the ICO page on 
special category data ) 
 


 


List all the relevant piece(s) of legislation 
that allows you to process and share the 
special category data: 
 


 


If processing criminal conviction data, have 
the conditions for processing criminal 
conviction data (Article 10) been identified 
and recorded by the Data Controller? 


 


         
 


6.  Protective Marking 
 


Please state the Kirklees Council protective marking label 
used for personal information being shared.* 


 


Otherwise, please state the system relevant to your 
organisation 


 


*Kirklees Council uses the following protective marking labels: 
Official – all official Council documents 
Official-Sensitive – for documents containing personal information 
Official-Confidential – for documents which must not leave the Council network 
It is envisaged that for most sharing purposes, documents would be marked Official-Protect. 


 
7.  Data Transfer Method 


 
All parties to this agreement are responsible for ensuring that appropriate security and confidentiality procedures are in place to protect the transfer, storage and use 
of the shared, person identifiable data.  


       


Regular flow (specify 
frequency) 


 


Ad hoc  


 



https://ico.org.uk/for-organisations/guide-to-data-protection/guide-to-the-general-data-protection-regulation-gdpr/lawful-basis-for-processing/special-category-data/
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Give full details of how the transfer will be made and what security measures will be in place e.g. encryption, business secure mail or recorded signed for etc. 


 


Face to face 
 


 


Telephone 
 


 


AnyComms 
 


 


Secure E Mail 
 


 


Secure Mail 
 


 


Secure Courier 
 


 


Encrypted Removable Media 
 


 


Other (please state method) 
 


 


 


Has a risk assessment been carried out 
on the chosen methods of transfer? 


Yes/No 


 


What are the identified risks? 
 


 


 
 
 


8. Audit and Review 
 


Organisation’s Name 
 


 


Address 
 


 


Responsible Manager 
 


 


Contact number 
 


 


Review Date  
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INCIDENTS 
Any incidents occurring as a result of this agreement should be reported to the signatories of all affected organisations. They will then pass on the 
information in accordance with incident reporting procedures within their own organisation if appropriate. Organisations will agree to share information 
in order to help investigate any such incidents. 


 
 


9. Access to Information 
 


Subject Access Requests Will Be 
Directed To 
 


Lindsay Foody, Information Access & Security 
Officer, Kirklees Council 


Special Arrangements For Subject 
Access Requests 
 


None 


 
 


 
10. Retention and Disposal 


 


Retention Period For Data 
 


 


Disposal Method For Data 
 


 


 
For further information about the framework, please see the Inter Agency Sharing Protocol, available via Kirklees Council’s IG Team 
information.governance@kirklees.gov.uk    


 


 


 


 


 


 



mailto:information.governance@kirklees.gov.uk
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Appendix 3 


The 7 golden rules to sharing information: 


 
1. remember that the Data Protection Act 2018, UK GDPR and associated legislation and Human rights law are not barriers to justified information 


sharing, but provide a framework to ensure that personal information about living individuals is shared appropriately 


 
2. be open and honest with the individual (and/or their family where appropriate) from the outset about why, how and with whom information will, or could 


be shared, and seek their agreement, unless it is unsafe or inappropriate to do so 
 


3. seek advice from other practitioners if you are in doubt about sharing the information concerned, without disclosing the identity of the individual where 
possible 


 


4. share with informed consent where appropriate and, where possible, respect the wishes of those who do not consent if, in your judgement, there is a 
good reason to do so, such as where safety may be at risk, as you will need to base your judgment on the facts of the case – when you are sharing or 
requesting personal information from someone be certain of the basis upon which you are doing so, and where you have consent be mindful that an 
individual might not expect information to be shared 


 


5. consider safety and well-being – base your information sharing decisions on considerations of the safety and well- being of the individuals and others 
who may be affected by their actions 


 


6. necessary, proportionate, relevant, adequate, accurate, timely and secure – ensure that the information you share is necessary for the purpose for 
which you are sharing it, is shared only with individuals who need to have it, is accurate and up-to-date, is shared in a timely fashion, and is shared 
securely (see principles) 


 


7. keep a record of your decision and the reasons for it, whether it is to share information or not – if you decide to share, then what you have shared, 
with whom and for what purpose 
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Appendix 4 


The Caldicott Principles: 
 
The sharing of information in health and social care is guided by the Caldicott principles. These principles are reflected in the Data Protection Act 2018, UK 
GDPR and all associated legislation and are useful to other sectors:  
 


• justify the purpose(s) 


• don't use personal confidential data necessary for purpose 


• use the minimum personal confidential data necessary for purpose 


• access to personal confidential data should be on a strict need-to-know basis 


• everyone with access to personal confidential data should be aware of their responsibilities 


• comply with the law 


• the duty to share information can be as important as the duty to protect patient confidentiality  


• inform patients and service users about how their confidential information is used. 


Relevant legislation when sharing specific information relating to children are: 


1. The Children Act 1989 and 2004 http://www.legislation.gov.uk/ukpga/2004/31/contents 
2. The Education Act 2002 https://www.legislation.gov.uk/ukpga/2002/32/contents  
3. The Childcare Act 2006 https://www.legislation.gov.uk/ukpga/2006/21/section/99  
4. Learning and Skills Act 2000 https://www.legislation.gov.uk/ukpga/2000/21/contents  


Children (leaving care) Act 2000 https://www.legislation.gov.uk/ukpga/2000/35/contents 


 


 



http://www.legislation.gov.uk/ukpga/2004/31/contents

https://www.legislation.gov.uk/ukpga/2002/32/contents

https://www.legislation.gov.uk/ukpga/2006/21/section/99

https://www.legislation.gov.uk/ukpga/2000/21/contents

https://www.legislation.gov.uk/ukpga/2000/35/contents
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Appendix 5 


 
 


Law Enforcement Processing: Any Information sharing under this agreement for the law enforcement purpose will comply with the six Data Protection    
Principles set out in DPA 2018 Sections 34 to 40 namely:  


 
The first data protection principle 
: 
S35 (1) The first data protection principle is that the processing of personal data for any of the law enforcement purposes must be lawful and fair. 
S35 (2) The processing of personal data for any of the law enforcement purposes is lawful only if and to the extent that it is based on law and either— 
(a)the data subject has given consent to the processing for that purpose, or 
(b) The processing is necessary for the performance of a task carried out for that purpose by a competent authority. 


 


The second data protection principle: 


 
S36 (1) (a) the law enforcement purpose for which personal data is collected on any occasion must be specified, explicit and legitimate, and 


(b) personal data so collected must not be processed in a manner that is incompatible with the purpose for which it was collected. 


The third data protection principle: 
 
S37 - personal data processed for any of the law enforcement purposes must be adequate, relevant and not excessive in relation to the purpose for 
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which it is processed. 


The fourth data protection principle: 


 
S38 (1)(a) personal data processed for any of the law enforcement purposes must be accurate and, where necessary, kept up to date, and 


(b)every reasonable step must be taken to ensure that personal data that is inaccurate, having regard to the law enforcement purpose for which it is 
processed, is erased or rectified without delay. 


The fifth data protection principle: 


 
S39 (1) personal data processed for any of the law enforcement purposes must be kept for no longer than is necessary for the purpose for which it is 
processed. 


(2) Appropriate time limits must be established for the periodic review of the need for the continued storage of personal data for any of the law 
enforcement purposes. 


The sixth data protection principle: 


 
S40 - personal data processed for any of the law enforcement purposes must be so processed in a manner that ensures appropriate security of the 
personal data, using appropriate technical or organisational measures (and, in this principle, “appropriate security” includes protection against 
unauthorised or unlawful processing and against accidental loss, destruction or damage).  


 
Sensitive Processing shall occur only in two cases: 
 
The first case is where— 
(a) the data subject has given consent to the processing for the law enforcement purpose as mentioned in subsection (2)(a), and 
(b) at the time when the processing is carried out, the controller has an appropriate policy document in place (see section 42). 
 
The second case is where— 
(a) the processing is strictly necessary for the law enforcement purpose, 
(b) the processing meets at least one of the conditions in Schedule 8, and 
(c) at the time when the processing is carried out, the controller has an appropriate policy document in place (see section 42). 
 
The data shall be collected for a specified, explicit and legitimate Law Enforcement Purpose, and the new processing will not be incompatible with the 
purpose for which it was originally collected. 
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[bookmark: _Toc480232687]


[bookmark: _Toc531077913]Introduction

1.1 Statutory agencies in Kirklees have established a multi-agency process to respond to the most serious cases of domestic abuse in Kirklees.  This process is illustrated in the chart below and incorporates the core functions of the Daily Risk Assessment Management Meeting (DRAMM) and Multi-Agency Risk Assessment Conference (MARAC):

		Medium-High Risk Police Incidents

		

		High Risk Cases identified by other agencies

		

		High risk cases transferred from other local areas

		

		MARAC Repeats



		

		Domestic Violence Disclosure Scheme (Clare’s Law) 



		

		

		

		

		

		

		

		

		

		

		

		

		

		



		

		

		Daily Risk Assessment Management Meeting

WY Police, Duty and Advice, PDVG, CHART and Locala meet to share information and assess risk.  The meeting will result in actions to improve victim safety, including:

		



		



		

		

		

		

		



		

		

		

		

		

		

		

		

		



		

		

		

		

		

		

		



		

		

		

		

		

		

		

		



		Managing perpetrators

· WY Police may record/ investigate/ prevent crime and/or improve community safety

· CHART may contact perpetrator to support around substance use

		

		Safeguarding victims

· PDVG may contact victim to offer support

· Other agency may contact victim and signpost to PDVG

		

		Safeguarding children

· Duty and advice may open a contact or share information with allocated worker

· Locala - health visitor/ school nurse may visit

		

		High risk cases referred to MARAC

· MARAC repeats no existing safeguards 

· New referrals, no existing safeguards 

· New referrals, safeguards in place 

· MARAC repeats safeguards in place 

· Domestic Violence Disclosure Scheme



		

		

		

		

		

		





		



		

		MARAC

16 local agencies meet every fortnight to share information and assess risk.  The meeting builds on the work done by the DRAMM and may result in additional actions to improve victim safety, including:

		



		

		

		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		

		

		



		Managing perpetrators

· Criminal process

· Integrated offender management

· Perpetrator programmes

· Support around substance use, mental health, housing

		

		Supporting victims

· Support around DV, through either PDVG or agency with established relationship

· Support around substance use, housing, mental ill health, sexual exploitation.

		

		Safeguarding children

· Information to be shared with social worker/relevant professionals

· Professional with established relationship to start single assessment/ offer support

· 

		

		Information sharing

· flagging files for victim/children (as appropriate) so that professionals are aware of history and can respond appropriately to future incidents

· Information shared outside of MARAC

· Professionals meeting







The Daily Risk Assessment Management Meeting (DRAMM) provides an early opportunity for partner agencies to safeguard people affected by domestic abuse; and provides a triage stage for the Multi-Agency Risk Assessment Conference (MARAC).  These processes work seamlessly together to reduce the risk of serious harm and increase the safety and wellbeing of victims and their children.  Specifically:

· DRAMM – the Daily Risk Assessment Management Meeting.  

· DRAMM is a daily (Monday-Friday) meeting to discuss police incidents, MARAC referrals/transfers/repeats and Clare’s Law disclosures from the previous 24 hours (72 hours on a Monday);

· Participating agencies consider these cases and compile relevant information regarding their involvement with the victim and perpetrator; and any children or vulnerable adults that may have been identified in the referral or linked to the victim or perpetrator on agency systems;

· At the meeting, DRAMM agencies share this information and clarify identifying details about victims, perpetrators, vulnerable adults and children;

· The DRAMM use this information to assess the risk of harm and develop a safety plan, which may include an offer of appropriate services for victims, perpetrators and any children or vulnerable adults that may be affected by the abuse; and

· The DRAMM will determine if a case is high risk and warrants a referral to MARAC.



· MARAC – Multi-agency Risk Assessment Conference.  

· MARAC is a fortnightly meeting to discuss high risk cases referred by the DRAMM;

· Participating agencies consider the referrals and compile relevant information regarding their involvement with the victim and perpetrator; and any children or vulnerable adults that may have been identified in the referral or linked to the victim or perpetrator on agency systems;

· At the meeting, MARAC agencies share information about the risk to victims, children and any vulnerable adults; 

· The MARAC use this information to assess the risk of harm and review the safety plan developed and implemented by the DRAMM; and

· The risk assessment is linked to the provision of appropriate services for anyone that may be affected by domestic abuse, including victims, perpetrators, children and other adults that may be at risk from the perpetrator.  



Some agencies do not currently participate in the DRAMM and only attend the MARAC.  However, the Domestic Abuse Strategic Partnership has agreed that the DRAMM acts a triage to the MARAC and information should be shared across both processes in line with the arrangements set out in this protocol. 

[bookmark: _Toc454445677]This document sets out the arrangements for sharing information between agencies who have agreed to participate in the DRAMM-MARAC.  It sits within the broader Kirklees Domestic Abuse Strategy 2019-21.  The vision for Kirklees is for everyone to understand their responsibility and contribute to tackling domestic abuse in Kirklees.’ 

The Information Sharing Protocol clarifies how we collect and process information that will enable us to safeguard victims of domestic abuse and any children that may be affected.  Clarifying these arrangements aims to promote trust between agencies and ensure that partners are sharing information in line with relevant legislation (listed in the Privacy Notice provided as Appendix One).

[bookmark: _Toc531077914]Signatory Agencies

The agencies listed below are signatory to this protocol and participate in DRAMM-MARAC:

· Calderdale and Huddersfield NHS Foundation Trust

· Change, Grow, Live delivering CHART Kirklees Integrated Substance Misuse Service (CHART)

· Connect Housing

· Kirklees Council – Adults Social Care, Duty and Advice; Housing Solutions Service, Pupil Attendance And Support, Safer Kirklees; Youth Offending Team

· Kirklees Neighbourhood Housing

· Kirklees Rape and Sexual Abuse Counselling Centre

· Locala Community Partnerships

· Pennine Domestic Violence Group

· South West Yorkshire Partnership NHS Foundation Trust

· Victim Support

· West Yorkshire Police

· West Yorkshire Probation – Community Rehabilitation Company

· West Yorkshire Probation – National Probation Service

· Womencentre Calderdale and Kirklees

· Yorkshire Children’s Centre - Domestic Abuse Perpetrator Programme  



The Domestic Abuse Strategic Partnership recognises that some agencies are not formal signatories to this protocol but may participate in the DRAMM-MARAC process on individual cases. However, where this does occur (through referrals, attending the meetings and/or receiving information), the provisions of this protocol should apply in order to protect individuals and ensure that partners are sharing information in line with relevant legislation



[bookmark: _Toc480232701][bookmark: _Toc531077915]Complaints 

Complaints regarding the DRAMM-MARAC process should be referred to the relevant agency’s DRAMM-MARAC representative, MARAC Coordinator and/or MARAC Chair.  

The MARAC Chair will seek to resolve the complaint with the relevant agency.  If this is not possible, the complaint may be escalated to the Domestic Abuse Strategic Partnership.   

Individuals retain the right to raise a complaint with the Information Commissioner or the statutory Ombudsman.  



[bookmark: _Toc480232702][bookmark: _Toc531077916]Breaches 

All agencies retain responsibility for managing their own staff’s compliance with this protocol.  

The MARAC Chair and Domestic Abuse Strategic Partnership should be advised of breaches of this protocol.

[bookmark: _Toc480232704][bookmark: _Toc531077917]Withdrawal 

Signatories may choose to withdraw from participating in the DRAMM-MARAC process.  An appropriate representative of the agency that wishes to withdraw should advise the Chair of the MARAC of their intention to withdraw and why this is considered necessary.

The Chair will advise the next meeting of the Domestic Abuse Strategic Partnership of the agency’s intention to withdraw from the DRAMM-MARAC process.  The Partnership will consider the impact of this withdrawal and if any steps may be taken to encourage the withdrawing agency’s continued participation in the DRAMM-MARAC.

If an agency can no longer participate in the DRAMM-MARAC, they will no longer receive correspondence regarding the DRAMM-MARAC.  It is expected that the withdrawing agency will destroy or return all data relating to the DRAMM-MARAC.  Withdrawing agencies must continue to comply with the terms of this Protocol in respect of any data that the partner has obtained through being a signatory.



[bookmark: _Toc480232703][bookmark: _Toc531077918]Review 

This Protocol will be regularly reviewed to ensure compliance with any new legislation or national guidance.  This Protocol will also be reviewed in light of any changes to partner agency structure or organisational practice that significantly affect the operation of the DRAMM-MARAC.

In any event, this Protocol should be formally reviewed on an annual basis, with the next review to be completed by no later than October 2020.



[bookmark: _Toc531077919]Principles for sharing information through DRAMM-MARAC

Professionals in Kirklees are encouraged to use their judgement to decide where best to “strike the balance”[footnoteRef:1] between maintaining an individuals’ confidentiality/privacy and appropriately sharing safeguarding concerns.  Professionals that make referrals to the DRAMM-MARAC or attend DRAMM and/or MARAC meetings are encouraged to use their own professional judgement about information that should be shared to inform risk assessments and safety planning.   [1:  Department of Health, 2012.  “Striking the Balance” Practical Guidance on the application of Caldicott Guardian Principles to Domestic Violence and MARACs (Multi Agency Risk Assessment Conferences)] 


As general principles, professionals should consider if their information:

· may lawfully be shared;

· is necessary for the purpose of properly assessing and managing the risks to victims and children in high risk domestic abuse cases; and

· is proportionate – disclosures should use only the minimum information required.



The decision to report serious safeguarding concerns is informed by a risk assessment and is not dependent on a victim’s consent.  While it is generally good practice to obtain a victim’s consent in order to facilitate ongoing work and support from other professionals, consent is not the lawful basis under which information is shared through the DRAMM-MARAC. 

Information shared through the DRAMM-MARAC is only to be used by signatory agencies for the purposes of delivering safe and effective services to a victim at high risk of harm; and to support ongoing case work in respect of the victim, her/his children and/or the alleged perpetrator.  

Information is not to be shared with any third party without the express consent of the MARAC Chair.  Extraordinary care should be taken to ensure that DRAMM-MARAC information is not inadvertently shared with the perpetrator.

The DRAMM-MARAC is not a legal entity and therefore does not own any information shared by agencies through the DRAMM-MARAC process.  Similarly, signatory agencies in receipt of information through DRAMM-MARAC do not become data controllers of that information.  The owner of information shared through DRAMM-MARAC is the original supplying agency (i.e. the referring agency; agencies providing information at DRAMM-MARAC meetings).  

Signatory agencies are to ensure that they have adequate security arrangements in place to receive, store and send DRAMM-MARAC information securely.

Any request for information (including subject access requests or freedom of information requests) recorded at the DRAMM-MARAC may only be shared with the consent of all agencies that supplied information to that MARAC.  Individual agencies are expected to have and comply with their own data access procedures, and would be encouraged to seek advice from MARAC Chair prior to sharing any information.



[bookmark: _Toc531077920]Professional Responsibility to Report Safeguarding Concerns

Professionals that work within DRAMM-MARAC partner agencies may be privy to disclosures and/or third party reports of domestic abuse.  It is recognised that signatory agencies have their own policies and procedures for reporting serious safeguarding concerns when they are presented, which may include:

· reporting safeguarding concerns to West Yorkshire Police;

· reporting safeguarding concerns regarding adults with care and support needs to gateway to care;

· reporting safeguarding concerns regarding children to Duty and Advice; and

· referring cases of high risk domestic abuse to the DRAMM-MARAC.



It is good practice for professionals to clearly communicate their responsibility to report serious safeguarding concerns to service users at the beginning of any service provision and/or intervention.  Service users should be specifically advised about the circumstances in which professionals may report matters to police and other agencies.  



[bookmark: _Toc531077921]Obtaining Consent

Professionals are encouraged to use their professional judgement and act in accordance with individual agency policies when considering whether to report a crime, report safeguarding concerns regarding adults and children, and/or refer cases of high risk domestic abuse to the DRAMM-MARAC.  The decision to report serious safeguarding concerns should be informed by a risk assessment and is not dependent on a victim’s consent, as consent is not the lawful basis under which information is shared through the DRAMM-MARAC. 

However, it is good practice to obtain the service user’s consent before sharing safeguarding concerns.  As such, where appropriate (see section 3.7 below) and possible, explicit consent for reporting safeguarding concerns and/or making a referral to the DRAMM-MARAC should be obtained and consent to share information should be clearly recorded.  

It should be made clear to the service user that they have a right to withhold their consent or to change their mind at a later date.  Such instances should be recorded.  Similarly, if the service user places a limit on the disclosure of information in any way, then this must be clearly recorded.  

There may be circumstances where victims choose not to provide consent.  Where personal information is to be shared without consent, full details will need to be recorded about the information to be shared, the reasons justifying disclosure, the person authorising the disclosure and the intended recipients of the information.  

It may not be appropriate to attempt to seek consent if doing so would:

· place a child at risk of significant harm;

· place an adult at risk of serious harm;

· prejudice the prevention or detection of a serious crime; and/or

· lead to unjustified delay in making enquiries about allegations of significant harm.



[bookmark: _Toc480232689][bookmark: _Toc531077922]Lawful Authority to share safeguarding concerns without consent

Professionals have a duty of confidentiality to their service users and should obtain consent before sharing personal information to anyone outside the team providing support.  However, an individual’s right to confidentiality is not absolute.  Professionals can override an individual’s right to confidentiality:

· To aid the prevention and detection of crime (as per the Crime and Disorder Act 1998);

· To protect vital interests of the data subject or another person; to perform a task carried out in the public interest (6.1(d) and 6.1(e), General Data Protection Regulations);

· To protect an individual’s human right to life and right to be free from torture or inhuman or degrading treatment (Human Rights Act, Articles 2 & 3 ); and

· for the prevention of abuse and neglect (the Care Act 2014 ). 



Further detail about these legal justifications is provided in the DRAMM-MARAC Privacy Notice, provided as Appendix One.

Specialist advice should be sought if there is any uncertainty regarding the appropriateness of using any of the above justifications for sharing information without the service user’s consent.  Agencies should have their own procedures for information sharing and seek legal and/or other specialist advice as necessary.  



[bookmark: _Toc531077923]Reporting Crimes to Police

Professionals in Kirklees should report serious safeguarding concerns to the police in line with their own agency procedures.  

[bookmark: _Toc531077924][bookmark: _Toc479972866]Police Response 

The Home Office Counting Rules and National Crime Recording Standard include procedures to be followed by all Police forces for recording reports from third parties.

Where a report is received from professional third parties, which DRAMM-MARAC partner agencies would be classed as, then the report should be taken as if it had come directly from the victim.  This applies even if the victim is not aware that the information is being shared, or if they have asked for this not to be shared. 

The report will be examined and if appropriate a crime will be recorded in accordance with the National Crime Recording Standards.  The Police then have a statutory responsibility to undertake further investigation and/or actions to safeguard victim and/or the general public.  

The approach to investigating crimes, and/or undertaking any further safeguarding actions, will be informed by an assessment of risk which will be managed by the police. 

To err on the side of caution, Police will assume that, when a professional reports a domestic related crime to the police, the perpetrator of this crime is not aware of the disclosure and that sharing this information with the perpetrator before risk is effectively managed is likely to increase the risk of harm to the victim. 



[bookmark: _Toc531077925]Judicial Proceedings

Any disclosures made to a MARAC partner agency professional by a victim or perpetrator service user may be relevant in ongoing judicial proceedings. As such these disclosures and any associated documentation may be considered as evidence in such proceedings.  The service users should be reminded of this to ensure there is no misunderstanding between them and the professional on their relationship.



[bookmark: _Toc531077926]Safeguarding Adults

Professionals are encouraged to make a referral to Gateway to Care if they are working with an individual that:

· has or may have needs for care and support (whether or not the local authority is meeting any of those needs);

· is experiencing, or is at risk of, abuse or neglect, and 

· as a result of those needs is unable to protect himself or herself against the abuse or neglect or the risk of it.



Wherever possible, professionals should consider what the adult at risk wants to happen next, what they want to change about their situation, and what support they want to achieve that.

Practitioners should wherever possible seek the consent of the adult before taking action, taking into consideration their wishes and desired outcomes. However, whilst consent is an important consideration it is not the only consideration. Any actions taken without the adult at risk’s consent should be proportionate to the risk of harm and in the context of the adult’s capacity to make their own decisions. 





[bookmark: _Toc531077927]Safeguarding Adults’ Response

If a concern is reported through Gateway to Care about an adult with care and support being subject to or is at risk of being subjected to domestic abuse, the adult safeguarding process would commence. This could result in the adult being assessed and: 

· Signposted / referred to specialist services or assigned an Adult DA Worker

· Referred to a Community Team

· Referred as a Safeguarding Concern

· And / or liaison with the Police regarding an ongoing criminal investigation



[bookmark: _Toc531077928]Safeguarding Children

Professionals have a responsibility to report concerns regarding the safety and well-being of children to the Duty and Advice Team, which is the ‘front door’ to services that support families and keep children safe from harm.

Practitioners with concerns about children should first seek advice and information from their own agency line manager and agency safeguarding lead (if this support is available).  If this support is either not available, or does not resolve the issue, practitioners can seek advice and information through a conversation with the Duty and Advice Team.  To help partners understand what the Duty and Advice Team need to know during this call, a flow chart is available here. 



[bookmark: _Toc531077929]Duty and Advice Response 

Duty and Advice will access, share and analyse information quickly and use this to decide the most appropriate intervention to respond to a child's identified needs. This will include decisions about Child Protection or other high level concerns and “grey areas” where more information is needed to decide on the appropriate response.



[bookmark: _Toc531077930]Referrals to DRAMM-MARAC

Professionals that consider an individual to be a high risk victim of domestic abuse are encouraged to refer the case to the DRAMM-MARAC[footnoteRef:2].  In Kirklees, agencies use the Domestic Abuse, Stalking and Honour-based violence (DASH) Risk Model to identify risk in domestic abuse cases.  The DASH is available from:  www.kirklees.gov.uk/marac  [2:  Professionals within Police do not have to make referrals to the DRAMM-MARAC – all incidents that are flagged as domestic and assessed as medium or high risk will be considered by the DRAMM.] 


Professionals from any agency, including agencies that are not signatory to this protocol, can make a referral to the DRAMM-MARAC.  In making a referral, professionals agree to abide by the terms of this protocol.  The MARAC referral form is provided as Appendix Two.  

Section 4 of this Protocol provides an overview of the actions that may be taken by DRAMM-MARAC agencies in response to the referral.  If professionals have any concerns that these actions may increase the risk of harm to victims, children or vulnerable adults, these concerns should be clearly articulated in the referral form.

[bookmark: _Toc531077931]

Feedback to Service Users

Professionals are encouraged to advise service users when they are reporting matters to police and/or other agencies, unless there are defensible reasons why this cannot be done i.e. where it may be dangerous to a victim/child or others to alert a person about impending disclosure, or may compromise a police investigation.  Decisions about reporting matters to the police and other agencies, with or without the service user’s consent, should be clearly documented.



[bookmark: _Toc531077932]How information referred to the DRAMM-MARAC will be used

DRAMM-MARAC agencies may take a number of actions in response to referrals from professionals.  The information below is provided to allow professionals to make an informed decision about whether to refer a case to DRAMM-MARAC, and advise professionals how their information will be processed by partner agencies.  In making a referral to DRAMM-MARAC, professionals agree to abide by the terms of this protocol. 



[bookmark: _Toc525549326][bookmark: _Toc531077933]Cases that may be discussed at DRAMM

[bookmark: _Toc525549327][bookmark: _Toc531077934]Medium-high risk police incidents

Police will triage all domestic incidents within the last 24 hours (72 hours on a Monday) that have been assessed as medium or high risk.  The DRAMM will discuss:

All high risk incidents;

Medium risk incidents where children were present or are linked to either the victim or perpetrator; and

Medium risk incidents where the victim has consented to sharing information with partner agencies, in order for a support plan to be put into place.



[bookmark: _Toc525549328][bookmark: _Toc531077935]High risk cases identified by other agencies

The DRAMM will discuss DRAMM-MARAC referrals completed by professionals in other agencies.  These may be referred to as MARAC referrals or 3rd party referrals.



[bookmark: _Toc531077936]High risk cases transferred from other local areas

The DRAMM will discuss MARAC transfers from other local areas (when a victim that has been subject to a MARAC in another area moves to Kirklees, whether in refuge, staying with family or in more permanent accommodation, their information is transferred to enable Kirklees to manage the risks to that victim).  



[bookmark: _Toc525549330][bookmark: _Toc531077937]MARAC repeats

If there is a further incident/disclosure on any case that has been subject to MARAC in the last 12 months, the case should be returned to DRAMM so that the safety plan can be reviewed.  Accordingly, MARAC repeats will include disclosures/incidents that have been assessed as standard risk.  

[bookmark: _Toc525549331][bookmark: _Toc531077938]Domestic violence disclosure scheme (Clare’s Law)

The Domestic Violence Disclosure Scheme (DVDS) – often referred to as “Clare’s Law” – sets out procedures that can be used by the police to share information about someone’s previous violent and abusive offending where this may help protect their current partner from abuse.  The Home Office Guidance on DVDS provides for the local police force to “work closely with the local Multi-Agency Risk Assessment Conference (MARAC) or other suitable local safeguarding forum, to ensure that any possible risks of harm to [their current partner] are fully assessed and managed”.

The Scheme recognises two procedures for disclosing information: 

“Right to ask” is triggered by a member of the public applying to the police for a disclosure. 

“Right to know” is triggered by the police making a proactive decision to disclose information to protect a potential victim.



The DRAMM will discuss disclosures to be made under both Right to Ask and Right to Know procedures.  



[bookmark: _Toc525549332][bookmark: _Toc531077939]Domestic violence protection orders

Domestic Violence Protection Orders (DVPOs) may be used following a domestic incident to provide temporary respite for victims.  The terms that are included in the DVPO will vary depending on whether or not the victim and perpetrator are living together, but, in all cases, will include a prohibition on molesting the victim.  

A DVPO is to be used as part of an overall multi-agency approach to managing the victim’s needs and national guidance[footnoteRef:3] encourages Police to keep relevant agencies informed of the outcome of the DVPO and expiry date.  [3:  College of Policing ‘Using domestic violence protection notices and domestic violence protection orders to make victims safer’] 


In Kirklees, the details of the DVPO are shared with MARAC partners to ensure that we can put appropriate support in place and be proactive about reporting any breaches.  MARAC partners will be advised of any Domestic Violence Protection Orders that have been implemented in the last 24 hours.



[bookmark: _Toc531077940]DRAMM process

All referrals to the DRAMM-MARAC (including MARAC repeats/transfers, police incidents and DVDS requests) are shared with agencies that attend the DRAMM via secure email.  

DRAMM agencies consider the information provided in the referral/incident with information interrogated from their own systems on their involvement with the victim, perpetrator and any children (identified in the referral or linked to the victim or perpetrator on agency systems).

During the course of the DRAMM discussion, agencies share relevant and proportionate information to enable attendees to assess the level of risk to victims and/or any children or vulnerable adults affected by the abuse; and develop a safety plan to manage identified risks.  The safety plan may include a referral to MARAC.

[bookmark: _Toc531077941]Actions that may be taken as part of a safety plan

WY Police may record a crime and/or take action to investigate/prevent crime and/or improve community safety.  This may include contact with a victim directly or via a third party.  Police will take the victim’s wishes into account when determining what action, if any, needs to be taken.  However, there may be times when the Police need to override these wishes to safeguard and protect the victim and/or the public from serious harm.

Pennine Domestic Violence Group may contact the victim to offer support.

Duty and Advice may:

· contact victims and/or other individuals linked to perpetrators to discuss the risk that the perpetrator may present to children;

· recommend that a fuller assessment is undertaken by a social worker; and/or

· pass information about the referral to a social worker that is already allocated to the family.



CHART may contact the perpetrator whilst still in Police custody to offer support around substance misuse.

A referral may be made to Adult Safeguarding and Social Care if adults with care and support needs are identified 

In addition to the actions identified above, the DRAMM will refer high risk cases and DVDS disclosures to the MARAC.  The DRAMM may recommend that a case is circulated to the MARAC in one of the following categories:

· MARAC repeats with no existing safeguards in place – these cases are MARAC repeats where the further incident and/or disclosure is indicative of ongoing high risk.  In these cases the DRAMM did not feel they could ensure that all safeguarding measures were in place without input from all MARAC agencies.

· New referrals, no existing safeguards – these are new cases.  When discussed at DRAMM, actions were set for agencies to contact victims to offer support and/or establish if further safeguarding was required; 

· New referrals, safeguards in place – these are new cases.  When discussed at DRAMM, there appeared to be sufficient safeguards in place i.e. victim in refuge, engaging in support, supporting police action or with legal orders in place; children appropriately safeguarded; and/or ongoing criminal investigation.  They tend to be circulated for update only, for agencies to confirm that safeguards are still in place. 

· MARAC repeats with existing safeguards in place – these cases are MARAC repeats where the further incident and/or disclosure is indicative of ongoing high risk.  When discussed at DRAMM, there appeared to be sufficient safeguards in place i.e. victim in refuge, engaging in support, supporting police action or with legal orders in place; children appropriately safeguarded; and/or ongoing criminal investigation.  They tend to be circulated for update only, for agencies to confirm that safeguards are still in place. 

· Domestic Violence Disclosure Scheme (Clare’s Law) – the decision to disclose is made at DRAMM, and this is shared with MARAC so partners can advise if they have any information that may affect the disclosure and/or the way Police choose to make the disclosure.  Circulated for update only, for agencies to confirm that they have no information that may affect the disclosure.



[bookmark: _Toc531077942]MARAC process

All referrals from the DRAMM to the MARAC are compiled into a single MARAC agenda and shared with signatory agencies via secure email.  The agenda includes the information provided in the initial incident/referral, the information that was shared during the DRAMM, and the actions recommended by the DRAMM to improve victim safety.

Agencies consider the information provided in the agenda with information interrogated from their own systems on their involvement with the victim, perpetrator and any children (identified in the referral or linked to the victim or perpetrator through agency systems).  Through this process, agencies may also identify other adults that may be at risk of harm from the perpetrator or otherwise affected by the abuse.

During the course of the MARAC discussion, agencies will share relevant and proportionate information to enable attendees to assess the level of risk to victims and/or any other adults or children affected by the abuse; and develop a safety plan to manage identified risks.



[bookmark: _Toc531077943]Actions that may be taken as part of a safety plan

Supporting victims around domestic abuse:

· agencies may contact victims directly to offer support

· agencies may also linked in with other professionals that have an existing relationship with victim to offer support and/or explore domestic abuse with the victim

· Police may share information with victims under the Domestic Violence Disclosure Scheme

· Police may consider applying for a Domestic Violence Protection Order



Other support for victims:

· Professionals may provide support around housing

· Professionals may make a referral for support with substance misuse

· Professionals may make a referral for support with mental health

· Professionals may provide support around sexual exploitation



Safeguarding adults and children:

· Professionals may make a referral to safeguarding adults

· Professionals may make a referral to the Duty and Advice for additional support and/or assessment of child safeguarding concerns

· Information may be shared with an allocated social worker

· All agencies may be asked to check their records of any additional adults and children that have been identified as being potentially at risk through the MARAC process



Managing perpetrators:

· Action may be to progress criminal investigation (police investigation and progressing arrests; other agencies to report crime; and encouraging victims to report crime)

· referral to perpetrator programme

· Integrated Offender Management

· Referral for substance misuse



Information sharing between agencies to support ongoing case work, safeguard professionals and improve agency responses to domestic abuse cases.  

[bookmark: _Toc531077944]Informing ongoing casework

[bookmark: _Toc480232693]Information shared through the DRAMM-MARAC will be used by signatory agencies for the purposes of delivering safe and effective services to the victim at high risk of harm; and to support ongoing case work in respect of the victim, the alleged perpetrator and/or any children or vulnerable adults that may be at risk due to the abuse.  

Information may not to be shared with any third party without the express consent of the MARAC Chair.

DRAMM-MARAC information cannot be included in reports for court, child protection, adult safeguarding and/or other processes without the express consent of the MARAC Chair, as this would be deemed to be a third party disclosure.



[bookmark: _Toc531077945]Recording on agency systems

It is best practice[footnoteRef:4] for agency systems to include a facility that enables professionals to ‘flag’ MARAC victims in their files for 12 months following a referral so that they are aware if a service user/client experiences a repeat incident.   [4:  http://www.safelives.org.uk/definition-repeat-marac] 


Agencies will need to ensure that only the minimum amount of information required is recorded (i.e. ‘service user was subject to MARAC on <date>, please contact <relevant professional> for further information’).

This information will only be available to those staff that ‘need to know’ for the purpose of supporting ongoing work to improve victim safety.  Agencies should take extraordinary care to ensure that those who do not have a legitimate interest in the information cannot access it accidentally or deliberately.



[bookmark: _Toc531077946]Flagging perpetrator files

Files regarding perpetrators should only be flagged if considered absolutely necessary to inform ongoing casework and agencies are confident that information cannot inadvertently or deliberately be shared with perpetrators.  

It may be necessary to record information about perpetrators’ behaviour on agency networks if, for example, information shared at DRAMM-MARAC indicated that perpetrators may present a risk to staff. 

However, it is crucial that information shared at DRAMM-MARAC is not inadvertently shared with perpetrators.

Furthermore, although the process is victim focused, the rights and humanity of the perpetrators needs to be recognised and addressed. The perpetrators remain individuals who may need the support and engagement of multiple agencies in addressing their own needs in relation to mental health, drug or alcohol abuse, housing or other issues.



[bookmark: _Toc531077947]Police incidents/MARAC referrals involving members of staff

DRAMM-MARAC will consider cases that include members of staff of signatory agencies (as either victims or perpetrators).

DRAMM-MARAC agencies will have their own procedures for supporting members of staff that are victims of domestic abuse; and managing allegations of domestic abuse against members of staff.

The employing agency will need to determine, on a case-by-case basis:

· support that will be offered to victims and perpetrators;

· if any disciplinary action will be taken against perpetrators;

· what information (if any) will be shared with line managers; and

· how information will be recorded on agency systems to protect the privacy/confidentiality of members of staff.



Signatory agencies may also need to consider where it may be appropriate to make a referral to the Local Authority Designated Officer in circumstances where the victim or perpetrator works with children.



[bookmark: _Toc531077948]Information to be shared by signatory agencies

During DRAMM-MARAC meetings, attending agency representatives will need to make an informed judgement on a case-by case basis about information that should be disclosed.  This information may relate to victims, (alleged) perpetrators, children in the household or otherwise affected by the domestic abuse, and others that may be at risk of harm.  Where relevant, the DRAMM-MARAC may also consider information about the perpetrator’s family or other relationships. 

The information shared by agencies may include: 

name, date of birth, address(es), aliases, gender, ethnicity, disability and/or medical condition, LGBT, substance misuse, mental ill-health; 

information about court orders, injunctions, bail conditions and other legal issues; 

current information relating to recent contact, meetings, sightings, phone calls, which may include attendance or non-attendance at appointments, at A&E or in other health settings, and/or who is present during home visits and appointments;

relevant historic information regarding previous convictions, family or relationships history, other safety options considered or any risks to professionals;

other information relating to the risks facing the victim or other affected individuals. 



All information shared about both victims and perpetrators must be in the context of the normal requirements of information sharing without consent (i.e. on the basis of prevention and detection of crime or serious harm). 



[bookmark: _Toc531077949]Information Sharing with Victims and Perpetrators

The victim will be informed of the outcome of the DRAMM-MARAC meeting unless it is considered unsafe to do so.  An Independent Domestic Violence Advisor will undertake this task unless the victim has an established relationship with another professional and the DRAMM-MARAC considers it more appropriate for that professional to provide feedback.

The perpetrator should NOT be informed about the DRAMM-MARAC meeting or its outcome.  Agencies should take precautions to ensure that, as far as possible, the perpetrator is not made aware of the DRAMM-MARAC or any subsequent safety plans.  Participants should take extraordinary care not to inform the perpetrator of any element of the safety plan inadvertently (i.e. through a third party). 



[bookmark: _Toc480232698][bookmark: _Toc531077950]Information and Data Management 



[bookmark: _Toc480232699][bookmark: _Toc531077951]MARAC Records

To ensure the smooth running of DRAMM and MARAC meetings, records will be created and shared with agencies that attend the meetings.  Agencies will be in receipt of:

· DRAMM 

· Police occurrence details/MARAC referrals/DASH risk assessments

· Notes of the DRAMM meetings

· MARAC  

· MARAC agenda 

· MARAC notes

· MARAC actions and completed action plans



These records are made and circulated for a specific purpose.  They will contain personal information about victims, perpetrators and children, and third parties including members of staff.  The records also record the statutory activities of agencies.  

Agencies in receipt of information through the DRAMM-MARAC do not become data controllers of that information.  The owner of information shared through DRAMM-MARAC is the original supplying agency (i.e. the referring agency; agencies providing information at DRAMM-MARAC meetings).  



[bookmark: _Toc431809314][bookmark: _Toc431809912][bookmark: _Toc531077952]Storage of information

[bookmark: _Toc358101099]Information shared through the DRAMM-MARAC should be stored securely on agency networks for as long as a risk to the victim or children remains.  The information retained on agency systems will be proportionate to the perceived risk.  

Signatories to this Protocol are to ensure that they have adequate security arrangements in place to receive, store and send MARAC information securely.  

MARAC information should only be distributed to individuals within the agency that either attend the MARAC or conduct research on MARAC cases on behalf of the agency.

Personal information that is shared for the purposes of MARAC must be:

e-mailed via secure government and health approved links;

stored in secure systems that can only be accessed by approved persons;

stored in a secure filing cabinet when not in use (for paper files);

accessed only by relevant staff in appropriate settings.



Partner agencies should ensure that access to DRAMM-MARAC information will be granted on a strict ‘need to know’ basis.

Each agency that attends a MARAC meeting can hold relevant information for as long as a risk to the victim or children remains. The information retained should be proportionate to the perceived risk. 

It would be good practice for each agency attending a MARAC meeting to review its own initial recording of a case after twelve months and decide whether it was still relevant for it to retain all or some of the information that was initially recorded.

All MARAC related data that is held by agencies should be kept for no longer than is strictly necessary.  Data should be destroyed in line with agencies’ retention procedures.

Agencies should take extraordinary care to ensure that those who do not have a legitimate interest in the information cannot access it accidentally or deliberately.



[bookmark: _Toc531077953]Requests for DRAMM-MARAC Information

The DRAMM-MARAC is not a legal entity and therefore does not own any information shared through the DRAMM-MARAC process.  The owner of information shared at a DRAMM-MARAC is the original supplying agency (i.e. the referring agency; agencies providing information at DRAMM-MARAC meetings).  

Any request for information recorded at the DRAMM-MARAC may only be shared with the consent of all agencies that supplied information to that DRAMM-MARAC.  

Individual agencies are expected to have and comply with their own data access procedures, and would be encouraged to seek legal advice prior to sharing any information.



[bookmark: _Toc431809311][bookmark: _Toc431809909][bookmark: _Toc531077954]Disclosures to Agencies

Partner agencies may request copies of the notes of DRAMM-MARAC meetings to inform ongoing work with clients discussed at DRAMM-MARAC.  All staff seeking to access information shared at the DRAMM-MARAC must abide by the provisions of this protocol.

Agencies that are not a signatory to this Protocol should direct all requests for information to the DRAMM-MARAC chair, c/o:  

Kirklees Adult Safeguarding Unit

Huddersfield Police Station

Huddersfield, Castlegate, HD1 2NJ

[bookmark: _Toc431809312][bookmark: _Toc431809910]

[bookmark: _Toc531077955]Disclosure into Court Proceedings

The DRAMM-MARAC may be required to disclose information by an order of a court.  This will be an informed request setting out the nature of the information sought.

The question of disclosure should be considered well in advance of a contested hearing.  Notice should be given to enable the Chair of the DRAMM-MARAC to raise an objection if disclosure is likely to interfere significantly with a safety plan or may cause harm to any relevant victim or child.  If a DRAMM-MARAC is in doubt whether to disclose information to the court, they may make disclosure to the court setting out their concerns and reservations (e.g.  any potential impact on safety) but, in so doing, they accept that the court may nevertheless order disclosure. 

If, however, a decision is made not to make a formal objection -

The DRAMM-MARAC Chair should identify the documents held by the DRAMM-MARAC (i.e. the DASH risk assessment; the referral; notes of the meeting where the case was discussed); and

The DRAMM-MARAC Chair should advise the agencies that shared information on that particular case to seek their own legal advice about the information that has been requested.  The Chair may also invite the court to contact an organisation directly.



DRAMM-MARAC workers and IDVAs should not ordinarily be called as a witness in court proceedings.  However, professionals need to be aware that any disclosures made by a victim or perpetrator service user may be relevant in ongoing judicial proceedings. As such these disclosures and any associated documentation may be considered as evidence in such proceedings. The service users should be reminded of this to ensure there is no misunderstanding between them and the Professional on their relationship.



[bookmark: _Toc431809313][bookmark: _Toc431809911][bookmark: _Toc531077956]Disclosure to Individuals through the General Data Protection Regulations 

The General Data Protection Regulations gives individuals the right to obtain a copy of the information that organisations hold on them.  However, under the Data Protection Act 2018, there are exemptions from the right of access.  The Information Commissioners Office will provide guidance on the application of these exemptions in due course.  In the meantime, agencies should consult their own information governance teams with regards to subject access requests, taking into consideration provisions 8.11 to 8.13 of this protocol.  

DRAMM-MARAC is not a legal entity and the owner of information shared at a DRAMM-MARAC is the original supplying agency.  Therefore, when agencies receive data access requests relating to information shared through the DRAMM-MARAC, it is necessary to involve the agencies who control that information in deliberations about information to be shared.

Agencies are expected to have their own policy and procedures for responding to data access requests.  These procedures need to reflect the exemptions that apply to information shared through the DRAMM-MARAC.  

Any request for information (including subject access requests or freedom of information requests) recorded at the DRAMM-MARAC may only be shared with the consent of all agencies that supplied information to that MARAC.  Individual agencies should seek advice from MARAC Chair prior to sharing any information.

[bookmark: _Toc531077957]Disclosures to the media

Any requests for DRAMM-MARAC information, including information on the DRAMM-MARAC process and/or agencies that may be involved, should be directed to the MARAC Chair. 

[bookmark: _Toc480232705]

[bookmark: _Toc531077958]Sharing information for the purposes of Domestic Homicide Review, Child Practice Safeguarding Review, Learning Lessons Review and Safeguarding Adults Review

The DRAMM-MARAC may be asked to provide records of DRAMM-MARAC meetings for the purposes of Domestic Homicide Review, Child Practice Safeguarding Review, Learning Lessons Review and Safeguarding Adults Review.

Agencies that shared information on the relevant case will be asked to review the information to be shared and advise if they have any concerns or objections to providing the information for the purposes of the review.  If any concerns with sharing the information are identified, the MARAC Chair will contact the agency to negotiate how information might usefully be shared.



[bookmark: _Toc531077959]Useful Links

Kirklees Council Its Never OK campaign (including link to the Kirklees ‘Domestic Abuse Strategy 2019-21)

(http://www.kirklees.gov.uk/beta/domestic-abuse/index.aspx )

West Yorkshire Police Domestic Abuse page

https://www.westyorkshire.police.uk/domesticviolence 

Duty and Advice Team (Children’s Social Care) 

http://www.kirkleessafeguardingchildren.co.uk/duty-and-advice.html

Gateway to Care (Adults Social Care)

http://www.kirklees.gov.uk/beta/contact-the-council/frequent-contacts/default.aspx?contact=gatewaytocare@kirklees.gov.uk 

Information Commissioners Office – Guide to the General Data Protection Regulation 

https://ico.org.uk/for-organisations/guide-to-the-general-data-protection-regulation-gdpr

[bookmark: _Toc531077960]

Resources

Striking The Balance' Practical Guidance on the application of Caldicott Guardian principles to Domestic Violence and MARACS, Department of Health, 2012

(https://www.gov.uk/government/publications/striking-the-balance-practical-guidance-on-the-application-of-caldicott-guardian-principles-to-domestic-violence-and-maracs-multi-agency-risk-assessment-conferences)

Adult Safeguarding and Domestic Abuse

(http://www.local.gov.uk/sites/default/files/documents/adult-safeguarding-and-do-cfe.pdf )

Safelives Resources for MARAC meetings

[bookmark: _GoBack](http://www.safelives.org.uk/practice-support/resources-marac-meetings)


[bookmark: _Toc531077961]Appendix One:  DRAMM-MARAC Privacy Notice 

Privacy Notice (How we use your information)

Daily Risk Assessment Management Meeting (DRAMM) and Multi-Agency Risk Assessment Conference (MARAC)



Agencies in Kirklees have established a multi-agency process to respond to the most serious cases of domestic abuse in Kirklees.  This process incorporates a Daily Risk Assessment Management Meeting (DRAMM) and Multi-Agency Risk Assessment Conference (MARAC), which are multi-agency meetings to share information, assess risks to victims and/or their children, and develop plans to improve victim safety.

Agencies that participate in the DRAMM-MARAC are prohibited from disseminating data outside of this partnership without the permission of the partnership.



The categories of information that we collect, process, hold and share include:

Data about victims and perpetrators of domestic abuse, children, family members and other individuals that may be at risk of harm due to domestic abuse.  The information may include: 



· personal information (including name, date of birth and address) 

· characteristics (such as gender, ethnicity, language, religion and disability) 

· information on people affected by domestic abuse (including partners, family members, carers and children and young people in your care or with whom you have contact) 

· personal circumstances to enable assessment of risk and eligibility for services – this includes relationship status, relationship history, incidents of domestic and sexual abuse, mental and physical health, accommodation, substance use history, immigration status and eligibility for benefits

· hazards/risk information about you or others around you – including offending history and legal proceedings

· NHS number and/or medical information where relevant to risk from domestic abuse



Why we collect and hold this information

We use this personal data in order to:

· Develop safety plans for victims of domestic abuse and their children;

· Ensure the safety of professionals working with families affected by domestic abuse;

· Improve public safety;

· Assess the quality of our services;

· Evaluate and improve our performance;

· Derive statistics which inform decisions about future delivery of services.

The data may also be used by different agencies in different ways:  the Police may determine if any of the information may trigger or contribute to a Police investigation; Children's Services and Adult's Social Care may also consider if these details reach the threshold for a referral to their service in order to protect children, young people and vulnerable adults;  the National Probation Service and the Community Rehabilitation Company may use these details to determine if Probation Orders have been breached.



The lawful basis on which we use this information

We collect and process information about you as we have a duty to safeguard victims of domestic abuse and their children from harm. 



The key areas of legislation that direct us to collect and use your information are as follows: 



· The General Data Protection Regulations – 

6.1(d) 'Processing data is necessary to protect the vital interests of a data subject or another person' 

6.1(e) 'is necessary for the performance of a task carried out in the public interest or in the exercise of official authority vested in the controller.'

9(2)(g) Reasons of substantial public interest (with a basis in law).



· Human Rights Act 1998 – article 8 provides for the right to respect for private and family life, home and correspondence except as is necessary in the interests of public safety, for the prevention of disorder or crime and the protection of life.  

· Crime and Disorder Act 1998 - Any person may disclose information where disclosure is necessary or expedient for the purposes of reduction and prevention of crime and disorder.  

· For all agencies the following additional key legislation and guidance affecting the sharing and disclosure of data includes (but is not necessarily an exhaustive list):-

· General Data Protection Regulations 2018

· Police and Criminal Evidence Act 1984 

· The Police Act 1996 

· Criminal Procedures Investigations Act 1996 

· The Police Reform Act 2002

· The Rehabilitation of Offenders Act 1974 

· The Offender Management Act 2007 

· Anti-Social behaviour, Crime and policing Act 2014

· Protection from Harassment Act 1997 

· Safeguarding Vulnerable Groups Act 2006

· Care Act 2014

· The Children Act 2004 Section 11

· Housing Act 1996

· Health and Social Care Act 2012

· Homelessness Act 2002 

· Education and Skills Act 2008

· Mental Capacity Act 2005

· Mental Health Act 1983

· Criminal Justice Act 2003

· Criminal Procedures and Investigations Act 1996

· Local Government Act 2000

· Access to Health Records 1990

· Civil Contingencies Act 2004

· Regulation of Investigatory Powers Act 2000

· Welfare Reform Act 2012



Storing this information

We will hold the information about you securely, and for no longer than reasonably necessary. Partner agencies participate in the DRAMM-MARAC may ‘flag’ victims for a period of 12 months to ensure that victims receive an appropriate service within that period.  Victims will be flagged for no more than 12 months from an incident and/or disclosure of domestic abuse, but information about these incidents will be held for as long as the risk remains.  

We will ensure that only members of staff with a legitimate reason to access your information have permission to do so.

We will review the need to retain your records on an annual basis.  



Who we share this information with

We routinely share this information with:

· Other services within Kirklees Council – Adults Social Care, Children’s Social Care, Housing Solutions Service, Pupil Attendance And Support and Safer Kirklees 

· Other partners – West Yorkshire Police; Probation;  Clinical Commissioning Group;  Pennine Domestic Violence Group;  Community Rehabilitation Company; Change, Grow, Live delivering CHART Kirklees Integrated Substance Misuse Service; Kirklees Neighbourhood Housing; Connect Housing; Kirklees Rape and Sexual Abuse Counselling Centre;  Victim Support;  Womencentre Calderdale and Kirklees;  Yorkshire Children’s Centre - Domestic Abuse Perpetrator Programme.  

· Additional organisations may also attend MARAC such as therapeutic services, refuges and charities.  



Why we share this information

We share information with partner agencies to develop safety plans to protect victims of domestic abuse and their children.  

We do not share personal information about you with anyone else without consent unless the law and our policies allow us to do so.



Further information

If you would like further information about how we manage your data, please see the privacy notice for Kirklees Council at http://www.kirklees.gov.uk/beta/information-and-data/how-we-use-your-data.aspx 

If you would like further information about this privacy notice, please contact Chani Mortimer, MARAC Coordinator on 07797 986744.

If you have any worries or questions about how your personal data is handled, please contact the Data Protection Officer at DPO@kirklees.gov.uk or by ringing 01484 221000.




[bookmark: _Toc531077962]Appendix Two:  DRAMM-MARAC Referral Form 

DRAMM-MARAC are regular meetings for the most serious cases of domestic abuse in Kirklees.  Professionals making a referral to the DRAMM-MARAC should be aware of the actions that agencies may take as a result of their referral (outlined in the MARAC Information Sharing Protocol available from: www.kirklees.gov.uk/marac).



MARAC does not replace existing safeguarding arrangements – professionals must take immediate action to safeguard victims of domestic abuse and their children.  Crimes should be reported to the Police via 101



Completed referrals to be sent by secure email to:  marac@kirklees.gov.uk 



Referred by:

		Name:

		



		Role/agency:

		



		Contact email:

		



		Telephone:

		







		Would you like to attend the DRAMM when this case is discussed?  If so please state which date(s) you are available to attend the DRAMM (NB:  The DRAMM starts 11:00 am Tues-Fri)



		







Details of Victim and Perpetrator 

		 

		Victim

		Perpetrator



		Name	

		

		



		Date of Birth

		

		



		Relationship to victim

		



		Address

		

		



		Telephone

		

		



		Gender 

		

		



		Ethnicity

		

		



		Disability

		

		



		LGBT

		

		



		Substance Misuse

		

		



		Mental Ill Health

		

		



		Risk to professionals

		

		





 

Victim Consent 

		Does the victim consent to a referral to DRAMM-MARAC

		☐ Yes

		☐ No



		It is considered to be good practice to obtain a victim’s consent before making a referral to DRAMM-MARAC (unless it is unsafe to do so).  However, referrals can and should be made without the victim’s consent.  Agencies that participate in the Kirklees DRAMM-MARAC have a duty to safeguard victims of domestic abuse and their children.  For further information about how we use personal data, please see http://www.kirklees.gov.uk/beta/information-and-data/how-we-use-your-data.aspx







		Has the victim placed any conditions/limitations on their consent (i.e.  does not wish to report to police)



		







Details of children

This includes all children linked to either the victim or the perpetrator.  

 

		Children

(inc unborn)

		DOB/EDD

		Relationship to victim

		Relationship to perpetrator

		Present:

		In the care of/ Address



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		







Reason for Referral

		Reason for Referral:

		Please choose from the following:

		Comment:



		

		Visible high risk (14+ on DASH)

		□

		



		

		Professional judgement

		□

		



		

		Repeat with last 12 months

		□

		



		Date of incident/ disclosure



		



		Information/ incident that prompted risk assessment



		



		Relevant history







		







		Please confirm that all crimes have been reported to police (either by the victim or yourself).  Please include the crime log.



		









		Are you aware of any other professionals that are working with the victim/children/perpetrator?



		









		Please advise of any actions that have been taken to safeguard the victim



		









		Please confirm that all safeguarding concerns regarding children have been referred to Duty and Advice 



		









		Please advise of any further information/comment/specific actions that you would like the DRAMM-MARAC to take
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(Parent/Guardian/Carer/Young Person)
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Name of Young Person:






Date of Birth:



Agreement to Participation:

· I/we confirm that I have read and understand the Kirklees MST Parent’s and Carer’s Summary guide and have had the opportunity to ask questions.

· I/we understand my/our participation in MST is voluntary, and I/we can choose to terminate participation at any time.


· I/we understand that terminating any time before the end will affect outcomes of treatment.

· I/we understand we have the right to an interpreter and/or support person who will make sure that I fully understand all relevant procedures and requests


Sharing Information:

· I/we have read and understood the Kirklees MST Privacy Notice and consent to the sharing of any relevant personal data or information about my family with professionals, key people or agencies as part of the MST treatment process.

· I/we understand that the sharing of information with MST-UK and MST Services (USA) is necessary for Kirklees MST to be able to provide us with the MST. 

· I/we understand that the information that is routinely shared with MST-UK includes anonymised weekly paperwork and session/supervision/consultation audio recordings, which are stored on a secure online storage website hosted by Kirklees Council.

· I/we are happy for Kirklees MST to access our records from social care, education, health, CAMHS and youth justice services (including but not limited to those listed below).

· I understand that anonymous information about my family will be stored securely in the MST-UK national database, and on the MST Services (USA) website.


· I/we are happy to complete MST-UK written and telephone questionnaires and feedback forms, during and following our involvement and understand that this information may be used anonymously in written reports.

· I understand that anonymised information about my family may be used in published Kirklees Council, MST-UK and MST Services written reports.

· I/we understand that Kirklees MST will share information with relevant professionals, key people or agencies where that information indicates a risk of harm to myself or someone else. Where possible these issues will be discussed with me/us prior to being shared with another agency. 

· I am happy that my address and contact details are shared with West Yorkshire Police and are logged on their police system for the period I am working with MST to enable joined up working in an emergency situation.

· I/we understand that I/we can change our mind at any time.

		Agency

		Name of Contact

		Position/Role

		Contact details




		School/

Education


placement

		

		

		



		GP/health

		

		

		





		Social Care

		

		

		





		Other relevant contacts:



		Agency

		Name of Contact

		Position/Role

		Contact Details



		

		

		

		





		Accommodation details (please tick box):



		Temporary

		 FORMCHECKBOX 


		Local authority – Council 

		 FORMCHECKBOX 


		Private rented sector

		 FORMCHECKBOX 




		Permanent 

		 FORMCHECKBOX 


		Housing Association

		 FORMCHECKBOX 


		Owner occupier

		 FORMCHECKBOX 






Consent to Service Evaluation:


MST really appreciates your feedback to ensure that we are continuing to improve and deliver the best service possible. MST gathers anonymised feedback through a number of means including monthly questionnaires called Therapist Adherence Measure (TAM) and audio-recording.

· I/we agree to MST contacting me every four weeks, via telephone, to answer questions on the TAM about how my therapist is doing

Contact Person: …………………………………………Tel No: …………………………………………

Best Time/Day to call: …………………………………………………………........................................

· I/we agree to the audio taping of therapy sessions, co-therapy with another MST therapist, or direct observation by the MST supervisor in order to improve the quality of the service being offered to us; and that these recordings may be shared with MST UK.


Name of Mother/Father/Guardian/Caregiver………………………………………………………………

Signed…………………………………………………………………..Date………………………………..

Name of Mother/Father/Guardian/Caregiver………………………………………………………………

Signed…………………………………………………………………..Date………………………………..

Name of young person……………………………………………………………………………………….

Signed…………………………………………………………………..Date………………………………..

Name of clinician………………………………………………………………………………………………

Signed …………………………………………………………………Date……………………………..

Yes     No







Yes     No







Yes     No







Yes     No







Yes     No







Yes     No







Yes     No







Yes     No







Yes     No







Yes     No







Yes     No







Yes     No







Yes     No







Yes     No







Yes     No







Yes     No
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Privacy Notice (How we use your information)

Multi Systemic Therapy (MST) – Kirklees Council

The categories of information that we collect, process, hold and share include:

· Personal information: name, address, contact details, location data, date of birth

· Characteristics: gender, ethnicity, disability, racial or ethnic origin, religious beliefs, physical or mental health condition, political opinions.

· Offending data including arrests and cautions.



Why we collect and hold this information

We use this personal data in order to:

· Provide you with MST service as part of Kirklees Council’s Social Care offer;

· Provide you with the support you need to access MST;

· Enable us to carry out specific functions for which we are responsible;

· Assess the quality of our services;

· Evaluate and improve our performance;

· Derive statistics which inform decisions about future delivery of services.

The lawful basis on which we use this information

GDPR 2018 Article 6(1) (e) the performance of a task carried out in the public interest or in the exercise of the controller’s official authority 

GDPR 2018, Article 9(2) (h) the provision of health or social care or treatment or the management of health of social care systems and services

DPA 2018, Schedule 1, Part 1, 2 (2) (e) the provision of social care

Storing this information

We will hold the information about you securely, and for no longer than reasonably necessary and in accordance with the Kirklees Council retention schedule. This means that we will keep it for as long as the longest legal period that applies for you and your family. For young people who are subject to a Child in Need or Child Protection plans, information would be stored for 30 years, and for Children Looked After this would be 75 years. 

Who we share this information with

We routinely share this information with:

· Other Kirklees services, agencies and partners; Social Services, CAMHS, YOT, Education, Police.

· MST UK (South London and Maudsley NHS Foundation Trust) and MST Services (USA)



Why we share this information

We share information with Kirklees Partner Agencies on a statutory basis, under Sections 17 and 47 of Children Act 1988. This is in order to safeguard family members.

The information that is shared between Kirklees MST, MST UK, and MST Services is used for service delivery, quality assurance and audit purposes to ensure that the team is supported to deliver the MST model with fidelity in order to maximise its effectiveness. The information shall not be used for any purpose outside that covered by this agreement and shall be kept fully confidential. 

Information that is routinely shared with MST-UK is anonymised and includes weekly paperwork (which is a record of the work and planning completed with and for your family) and session/ supervision/ consultation audio recordings, which are shared using a Kirklees Council document storage website.

Information that is shared with MST Services is anonymised (e.g. names, dates of births and addresses and other identifiable information are not shared) and is stored on the MST Services (USA) website (MSTi).

The following guidance will be followed by Kirklees MST and MST UK in relation to the sharing of sensitive personal information about MST families:

1. Anonymised data will be used as the sole identifier of children and young people wherever written information is being exchanged. This includes email correspondence.

2. Personal data, including recordings of meetings and consultations, will be stored securely in line with data protection laws.

3. Personal data, including recordings and consultations, will be disposed of securely. 

4. Recordings of family members will be processed using voice altering software, and will have any additional identifiable information removed before sharing with colleagues in MST UK or MST Services.

5. Any databases held by MST UK or MST Services will use anonymised data as sole identifiers of young people.

6. Personal data will not be held on portable storage systems, including laptops, unless the data is encrypted.



We do not share personal information about you with anyone else without consent unless the law and our policies allow us to do so.

Further information

If you would like further information about how we manage your data, please see the privacy notice for Kirklees Council at www.kirklees.gov.uk/privacy

If you would like further information about this privacy notice, please contact: Kieran Lord, MST@kirklees.gov.uk or by ringing 01484 221000.

If you have any worries or questions about how your personal data is handled, please contact the Data Protection Officer at DPO@kirklees.gov.uk or by ringing 01484 221000.
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EARLY SUPPORT MULTI AGENCY PANEL INFORMATION SHARING AGREEMENT



Early Support Multi Agency Panel

Information Sharing Agreement





As a member of the Multi Agency Panel I agree to adhere to the information sharing protocol outlined below. The protocol embraces Government guidance for information sharing, including the seven golden rules.



Confidential Information – is personal, sensitive, not already in the public domain and shared in confidence. It can be shared if authorised by the person who provided it or to whom it relates.



It can be shared unauthorised if justified in the public interest and only with the agencies which need to know for the purpose of safeguarding or other legitimate purposes 

For example:	

· if evidence exists of, or there is reasonable cause to believe, that a young person is suffering or at risk of suffering significant harm;

· or an adult is suffering or at risk of suffering serious harm.

· or to prevent significant harm to children or serious harm to adults.

NB: - in these cases you would need to contact the Police or Local Authority Children’s Social Care, Duty and Advice team without delay. 



· Remember that the Data Protection LEGISLATION (GDPR and Data Protection Act 2018) is not a barrier to sharing information but provides a framework to ensure that personal information about living persons is shared appropriately.

· Be open and honest with the person and their family where appropriate. From the outset talk about why, what, how and with whom information will, or could be shared, and seek their agreement, unless it is unsafe or inappropriate to do so.

· Seek advice if you are in any doubt about sharing information with your line manager.

· Share information with consent (where appropriate) and, where possible, respect the wishes of those who do not consent to share confidential information. You may still share information without consent if there is another lawful basis for doing so,. You will need to base your judgement on the facts of the case.

· Consider safety and wellbeing; base your information sharing decisions on considerations of the safety and wellbeing of the (young) person (requiring the additional support) and others who may be affected by their actions.

· Necessary, proportionate, relevant, accurate, timely and secure: Ensure that the information you share is necessary for the purpose for which you are sharing it, is shared only with those people who need to have it; is accurate and up to date, is shared in a timely and secure way.

Note: It is important to share as much information as appropriate so that the Early Support Multi Agency Panel can make an informed decision about the best course of action and most appropriate intervention for a child/family.



· Always use a secure email system to share information. Documents will be shared using the Early Support Multi Agency Panel SharePoint site. Members of the Panel will have the facility to download referrals, relating to families they will be supporting following the Panel meeting.

· Always password protect your computer and keep paper files locked in a secure place.

· Keep a record of your decision and the reasons for it – whether it is to share information or not. If you decide to share, then record what you have shared, with whom and for what purpose. Include in your notes who you involved in the decision to share/not share.

Lawful bases for processing personal data:

· The lawful bases for processing are set out in Article 6 of the GDPR. At least one of these must apply whenever you process personal data:

· (a) Consent: the individual has given clear consent for you to process their personal data for a specific purpose.

· (b) Contract: the processing is necessary for a contract you have with the individual, or because they have asked you to take specific steps before entering into a contract.

· (c) Legal obligation: the processing is necessary for you to comply with the law (not including contractual obligations).

· (d) Vital interests: the processing is necessary to protect someone’s life.

· (e) Public task: the processing is necessary for you to perform a task in the public interest or for your official functions, and the task or function has a clear basis in law.

· (f) Legitimate interests: the processing is necessary for your legitimate interests or the legitimate interests of a third party, unless there is a good reason to protect the individual’s personal data which overrides those legitimate interests. (This cannot apply if you are a public authority processing data to perform your official tasks.)



Please see the government guidance on information sharing for frontline practitioners working with children and young people, from July 2018 for further guidance  



November 2019
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Introduction 

When working in the arena of safeguarding children and young people, it is inevitable that at times there will be professional disagreement between practitioners. Whilst this is accepted, it is vital that such disagreements are not allowed to adversely affect the outcomes for children and young people. Professional disagreement is only dysfunctional if it is not resolved in a constructive and timely way. This protocol therefore provides a process for resolving professional disagreement between agencies.

When there is disagreement between agencies, this should be recognised as an opportunity for healthy debate. The purpose of this protocol is to facilitate the resolution of operational disagreements where an agency considers that, without such action, there could be a negative impact on a child’s well-being

Disagreement can arise in a number of areas of multi-agency working, as well as within single agency working; in the multiagency arena they are most commonly seen in relation to:

· Criteria for referrals

· Outcomes of assessments

· Roles and responsibilities of Practitioners workers

· Service provision. 

· Information sharing and communication.

Disagreement can relate both to decisions about individual children and specific processes. 

This protocol focuses on disagreement between agencies in relation to individual children and is applicable to all agencies, including the Voluntary, Community and Faith (VCF) sectors. 

1. What is Escalation 



Escalation is a process of formally challenging a decision made by a practitioner, agency, or organisation. Escalation procedures ensure that all practitioners have a quick and straightforward means of resolving professional difference and disagreement.

Escalation is….an effective mechanism for resolving professional disagreement.’ Escalation is not…. a negative action or criticism

Safeguarding is everyone’s responsibility and Practitioners should be confident in talking with each other about decisions that have been made, discussing any concerns regarding those decisions and, where agreement is not able to be reached; escalating those concerns as appropriate to seek resolution.

Professional disagreements should be seen as part of ‘healthy’ professional working relationships and practitioners should be encouraged to give or receive professional challenge in a constructive and supportive way. 



Equally important is the culture of how we work; and it is vital that front-line staff are encouraged to remain professionally curious and feel able to raise any issues they have when they feel concerns they may have for children and young people are not being addressed.

Effective working together depends on an open approach and honest relationships between agencies. Problem resolution is an integral part of professional co-operation for joint working to safeguard children.

Most disagreements can be resolved through discussion and negotiation. Practitioners should adopt a restorative approach to seeking resolution that allows everyone’s perspective to be heard.

Resolution
When working with children and families professional disagreement can be positive, challenge allows for reflection and review, and can foster creative ways of working. However, professional disagreement can impact negatively on positive working relationships and consequently on the ability to safeguard and promote the welfare of children. Disagreement always requires resolution.



Challenge

Challenge’ does not mean ‘conflict’; it is simply an opportunity to have a conversation about what could be done in a different way or what needs to change. Practitioners need to be managed, supported and equipped to work with families in ways that are high in support and high in challenge in a multi agency system.”



Escalation - Principles 

Effective working together depends on an open approach, clarity of roles and responsibilities and genuine, honest, professional relationships. Escalation is a means of resolving professional difference and is an integral part of joint working to safeguard children. Kirklees Safeguarding Children Partnership encourages challenge to support effective safeguarding. All agencies across the partnership have agreed to adopt the principles of restorative practice to engender genuine partnership working. 



The safety and wellbeing of individual children and young people is the paramount consideration in any effective challenge and escalation. 

· Effective challenge is a positive action. 

· Practitioners should take responsibility for their own work and actions. 

· Any disagreements should be resolved as simply and quickly as possible. 

· Practitioners and managers should respect the views of others, whatever their level of experience, the role they fulfil, or the agency they represent. 

· [bookmark: _Hlk57499322]Practitioners and managers should always be prepared to review decisions made with an open mind 

Working together effectively depends on a genuine commitment to partnership working and resolving disagreements at the earliest opportunity. 



Professional disagreement can relate to, but is not exhaustive to:



· Dispute at the point of a referral due to differing opinions. 

· Concern about the action / inaction of another practitioner/agency 

· Disagreement about decision making and a course of action. 

· Dissent at / arising from a Child Protection Case Conference. 

· Disagreement over information sharing. 

· Disagreement over an assessment and joint decision making. 

· Disagreement over the provision of services. 

· Concern there is drift or unreasonable delay in a case. 



The safety of individual children is the paramount consideration in any professional activity and resolution of professional disagreement should be sought within the shortest timescale possible.



2. Principles of Resolving Professional Disagreement 

· The safety and wellbeing of individual children / young people must remain the paramount consideration in any professional disagreement. Professional disagreement which obscures focus on the child / young person must be avoided.



· Professional disagreement should not be viewed negatively; it can improve outcomes for children and young people and provide important learning for the practitioners / agencies involved.



· Disagreement at practitioner level should be resolved as simply and quickly as possible. If this is unsuccessful, the challenging agency should formally communicate that this protocol will be implemented, and the disagreement should be escalated to the challenging agency’s Safeguarding Lead and/ or the relevant Line Manager, to agree and record.

 

· All practitioners and Senior staff should respect the views of others, whatever their level of experience. 



· Working together effectively depends on an open approach, and honest relationships between agencies. It also depends on a genuine commitment to partnership working and seeking to resolve disagreement to the satisfaction of practitioners and agencies.



· Attempts to seek resolution may leave a practitioner / agency believing that a child(ren) is at risk of harm. The practitioner / agency who has concerns is responsible for communicating these through their line management and/or to the Safeguard Lead for their organisation.



· Professional disagreement can be resolved at any stage and it is the responsibility of all the agencies involved to achieve the best outcome for the child(ren).



· To avoid delay, it is expected that professional disagreement will be resolved quickly at the lowest level; if escalated each step in this process should not exceed 5 working days. 

3. Process of Resolving Professional Disagreement 

The following stages are likely to be involved:

· recognition that there is disagreement over a significant issue in relation to the safety and wellbeing of a child / young person.

· identification of the problem.

· discussion of the possible cause of the disagreement; and

· agreement on what is required to in order to achieve resolution 



Step 1 – Emerging disagreement: Practitioner discussion

The process of resolving professional disagreement should initially involve practitioner liaison to clarify decision making, for example, via a discussion between Practitioners  which promotes reflection and review, using an appropriate practice tool where available, such as the local Framework for Decision making in Kirklees









Step 2 – Written confirmation of emerging disagreement

The following should be considered as part of the process of resolving professional disagreement:

a) Initial attempts to resolve the problem should normally be made between practitioners / agencies, at the time the disagreement is identified.

b) Both agencies should give clear reason(s) for their concerns and approach, which should be put in writing and, where required, clearly recorded as a formal challenge, as per guidance from their Line Manager and/or Safeguarding Lead.

c) It should be recognised that differences in status and / or experience may affect the confidence of some workers in resolving differences, and some may need support from their Managers and/or their Safeguarding Lead.

Step 3 – Escalation to Line Manager

If unresolved, the disagreement should be referred to the practitioner’s Line Manager or Safeguarding Lead to enable a discussion and resolution.

Step 4 – Line Manager Discussion

If the problem remains unresolved, the Line Manager or agency Safeguarding Lead will liaise with their counterpart or refer upwards in accordance with their line management structure, to seek resolution of the disagreement.

Step 5 – Escalation to Head of Service (or equivalent Senior Manager)

If the disagreement is not resolved and professional differences remain, the matter must be referred to the relevant Head of Service (or most appropriate management committee member, commissioner, or funding body) for each agency involved.

Step 6 – Escalation to KSCP Business Unit Manager

In the unlikely event that the disagreement remains unresolved by following the steps described above and/or the discussions raise significant policy issues, the matter should be referred urgently to the Kirklees Safeguarding Children Partnership (KSCP) Business Unit Manager. The Kirklees Safeguarding Children Partnership will determine a course of action including reporting the disagreement to the KSCP Independent Person. 

At all stages, a clear record of the progress of any disagreement should be kept by all agencies involved. This must include written confirmation between the agencies regarding agreements reached, and how any outstanding issues will be resolved. Where applicable, records of any learning should be shared with the KSCP Business unit, to aid wider partnership learning and service / practice improvement.

It is imperative that if the escalation process is followed and it should fit the child’s timescale and timely action is paramount if concerns about a child’s welfare /risk of harm have been raised. 

Step 7 – Restorative debrief

Following Resolution, to avoid similar professional disagreement occurring again, local protocols and procedures may require amendments. Consideration should also be given to arranging restorative debriefing sessions for those involved, to promote continuing positive working relationships

In some Voluntary, Community or Faith sector organisations, the role of a Senior Manager within this process, may be undertaken by a member of the management committee.

Below are supporting Appendices flow chart documents   

Appendix 1 Escalation at point of referral. 

Appendix 2 Escalation for ongoing cases  

Appendix 3 Escalation for Child Protection Conferences.

Appendix 4 Child Death Overview Escalation Process

Appendix 5 Professional difference Escalation Record













































Appendix 1                                                                             [image: C:\Users\JaneCarter\AppData\Local\Microsoft\Windows\INetCache\Content.Outlook\D5EFNMKC\KSCP.jpg]

Escalation framework at point of referral: Professional disagreement/escalation process for ANY child residing in KirkleesFramework for Decision Making





Immediate Significant Risk

No Immediate risk



Discuss concerns with agency to try and informally resolve issue (Stage 1)



Children’s Social care

Duty & Advice



Professional Number 01484 414960

OR 

999

Resolved No Further Action





Discuss concern with line manager agreeing a timescale for follow up

Unresolved





Put into writing within 5 days as a challenge to agency with whom you have a disagreement of decision with (Stage 2). Record and copy in your safeguarding lead/manager (Stage 3)







Decision making/feedback from Duty &Advice to the referring agency with actions and decisions





Safeguarding lead/manager to discuss with counterpart in the other agency (Stage 4)







[bookmark: _Hlk57502767]Refer to Head of Service or equivalent Senior Manager within the service within 5 working days (Stage 5)



Resolved No Further Action







[bookmark: _Hlk57502790][bookmark: _Hlk57502791]Refer to KSCP Business unit manager for Partnership action including reporting to Independent Person to seek resolution (Stage 6)











		Following resolution consider: Stage 7 (Restorative debrief)







                                                                                                 [image: C:\Users\JaneCarter\AppData\Local\Microsoft\Windows\INetCache\Content.Outlook\D5EFNMKC\KSCP.jpg]Appendix 2

Escalation framework for current Children’s Services cases:

Professional disagreement/escalation process for cases involving ANY child residing in KirkleesChild Protection, Child in Need, Child Looked After/Early support





No Immediate risk

Immediate Significant Risk



Discuss concerns with agency to try and informally resolve issue (Stage 1)



Resolved No Further Action



Discuss concern with line manager agreeing a timescale for follow up

Duty & Advice Professional Number 01484 414960 or 999

Refer to Appendix 1 for escalation if decision is a matter of concern





Unresolved





Put into writing within 5 days as a challenge to agency with whom you have a disagreement of decision (Stage 2). Record and copy in your safeguarding lead/manager (Stage3)











Safeguarding lead/manager to discuss with counterpart in other agency (Stage 4)







Refer to Head of Service or equivalent Senior Manager within the service within 5 working days (Stage 5)







Refer to KSCP Business unit manager for Partnership action including reporting to Independent Person to seek resolution (Stage 6)











		Following resolution consider: Stage 7 (Restorative debrief)
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Child Protection Case Conference Escalation information.

Following agreement with the Kirklees Safeguarding Partnership, your name has been provided as a Safeguarding Lead for your agency /organisation.  

Safeguarding is a joint responsibility and multi-agency input in the Child Protection Conference process is essential to inform decision making. Agency non-attendance at Child Protection Conferences, failure to provide timely reports for Conferences as required, or any presenting issues that require further exploration will therefore be escalated for consideration/action. Please refer to the procedure regarding agency contribution to the Child Protection Conference process Kirklees-Multi-agency-INITIAL-Child-Protection-Conference-Template 2020 (kirkleessafeguardingchildren.co.uk) . 

		Date of meeting

		Family name, or identifying factors.

		CP Chair

		Agency

		Name of agency Rep

		Reason for escalation



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		





An issue has been identified regarding your agency/organisation contribution to the Child Protection process, information of which is provided below. 

Please contact the CPRU at CPRU-IRDates@kirklees.gov.uk if you require any further information.  

Child Protection Conference partnership training is available to agencies /organisation to provide information and support and assist with clarifying roles and responsibilities.  If this would be of interest to your agency, the following link provides course details. https://www.kirkleessafeguardingchildren.co.uk/safeguarding-2/safeguarding-processes-and-systems/multi-agency-training/



Appendix 4: Child Death Overview Escalation Process					 							           [image: ]	[image: ]		

Appendix 5: Professional Difference Escalation Record
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Professional Difference Escalation Record.pdf




 



 



Kirklees Safeguarding Children Partnership 
   Professional Difference Escalation Record 



To be completed to enable notification to the KSCP by the Agency escalating the 



professional difference at stages 5 and 6 of the process  



Child/Family’s name:  D.O.B. 



Address:  



 



Agency Initiating Escalation:                                                     Date of initial escalation: 



Stage of escalation:     Stage 5                  Stage 6                 



Nature of 



professional 



difference 



(please tick) 



 Referral 



decision 



Need for, or 



outcome of, 



an 



assessment  



Implementation of  



child's Plan (e.g. 



agreed actions not 



followed through) 



Effectiveness  



of child's Plan 
(e.g. 



drift/delay) 



Information 



sharing 



Child 



protection case 



conference 



decision  



Other 
(please 



state) 



 



    



 



   



Details of the professional difference and outcome sought: 



 



 



 



 



 



 



 



 



 



 



 



Matter escalated 



by: 



Name  



Job 



title 



 



Agency  



  











 



 



Matter escalated 



to: 



Name  



Job 



title 



 



Agency  



  



 



 



RESPONSE FROM AGENCY TO PROFESSIONAL DIFFERENCE  



Response from: Name  



Job 



title 



 



Agency  



Date of response:  



Summary of response: 



 



 



 



 



 
  



OUTCOME OF ESCALATION  



Actions to be taken By Whom Completion date 











 



 



 



 



 



 



 



  



 



ADDITIONAL COMMENTS (including any learning identified) 



 



 



 



 



 



 



 



Signature: ………………………………………………………….………                        



Date: ………………………                             



 



Designation: ……………………………………………………………. 
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YES information sharing agreement May 2020.docx
Sarah Goodall and Caroline Sewell 5th May 2020

Youth Engagement Service (YES)Information Sharing Agreement for Partner Agencies

In respect of 

The Daily Risk Exploitation and Missing Meeting (DREAM), Weekly Exploitation Screening Panel (ESP) and MACE Meeting (Missing and Child Exploitation) (these names can change depending on what we decide) 

The purpose of this document is to provide the basis for an agreement between other associated organisations, to facilitate and govern the effective and efficient sharing of information. Such information sharing is necessary to ensure the Safety and well-being of those young people referred into the YES service and those who access the service. 

It is intended that partner agencies and professionals including police, Safer Communities, health, Youth Offending Team, The Base, Early Support Services, Kirklees Housing and other teams within Kirklees Council will contribute to assessments and meetings when the child is known to them. Similarly this information will be shared with partner agencies and professionals for the purposes of ‘early identification of need, assessment and service provision to keep children safe [to] help identify, assess and respond to risks or concerns about the safety and welfare of children, whether this is when problems are first emerging, or where a child is already known to local authority children’s social care [and] for the identification of patterns of behaviour when a child has gone missing, when multiple children appear associated to the same context or locations of risk’ Working Together to Safeguard Children, HM Government, July 2018. 

· Gaining consent from Families and Young people prior to sharing information is recognised as good practise and encouraged where possible, Families and Young people should be informed by the referring agency about the referral and informed of the Information Sharing agreement

· Confidentiality is a key part of the service and every Family and Young person will be respected and have the right to confidentiality – in the event that safeguarding concerns are highlighted or it is the information of the professional that a person poses as a risk to themselves or others then the relevant agencies will be informed.

· Information discussed at the YES meetings is strictly confidential. Information will only be shared when an adult, child or young person is believed to be at significant harm/risk. It is the responsibility of each professional and agency to share information with regards to safeguarding and protecting children and young people.                         

· The representatives sharing information should share clear, concise information and make a clear distinction between fact and professional opinion.

· Information discussed will be documented and distributed to those who have attended and contributed to the meeting  

· Partner agencies are not permitted to keep or upload social care documents and/or assessments onto their own files/systems. 

· Partner Agencies must adhere to their own policies and procedures with regards to confidentiality and information sharing 



When considering Information Sharing it is good practise to refer to the:

· Seven Golden Rules of Information Sharing https://www.gov.uk/government/collections/data-protection-act-2018

· Fraser guidelines/Gillick competency 

· Kirklees Safeguarding Children Board Procedures

· Internal Agency Information Sharing Protocols 

· GDPR



Relevant Legislation

· Data Protection Act 1998

· Information Governance

· Human Rights Act 1998

· Freedom of Information Act 2000

· Children Act 1989/2004

· Crime and Disorder Act 1998

· Working Together to Safeguard Children - A guide to inter-agency working to safeguard and promote the welfare of children 

· https://www.gov.uk/government/publications/dbs-privacy-policies

Agreement

I acknowledge that I have read, understood and agree to the Information Sharing Agreement 

I agree to the following:

· To subscribe to the principles contained within the agreement

· To work to the principles contained within the agreement

· To ensure that the agreement is fully implemented within the agency and all relevant staff are trained in these principles



Name

Post: 

Agency: 

I (Name of signatory)……………………………………………………………………………



On behalf of (Name of agency)……………………………………………………………
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A framework for making 


safeguarding decisions in Kirklees 







 


 


Introduction 


This document sets out our approach to keeping children in Kirklees safe and protected from harm. The 


guidance builds on ‘conversations ‘ with colleagues from all agencies over many months and in particu- 


lar the work that has focused on Early Help and Early Support. The guidance is intended to help profes- 


sionals embed into their practice a restorative and strengths based approach, and is designed to ensure 


that across the continuum of need professionals consider that the right help is given to the right chil- 


dren at the right time and for the right duration. 


 
Most children and families welcome help and support from professionals involved in their lives, but we 


need to recognise that for some children and families who are struggling, professional intervention can 


add an extra layer of stress which they find challenging, shameful or difficult. Working with children and 


families should therefore be regarded as a privilege as well as a skilled task and our principles of practice 


must ensure that we do not delay in offering help where it is needed and might avoid problems esca- 


lating. 
 


The Kirklees Safeguarding Children Partnership is committed to ensuring that this guidance will support 


professionals working with children, young people and their families to make good decisions and to fo- 


cus on positive outcomes for children. 
 


As safeguarding is everyone’s business, it is important that everyone is clear about their roles and re- 


sponsibilities. This is set out in guidance in Working Together and in the statutory framework. Working 


Together states that having a clear framework for making decisions regarding intervention and action, 


and ensuring that these are understood by all professionals is essential if children are to be kept safe. 


These decision making points set out a framework to ensure consistent practice for all children and help 


us to ensure that the right help is given to children at the right time. 
 


Protecting children can involve professionals and practitioners having the difficult task of analysing com- 


plex information about human behaviour and risk. It is often not straightforward: it involves considera- 


tion about past and potential harm and family circumstances. It is also important to recognise that in 


order to gain a balanced picture then it is vital to obtain information regarding any past, existing and po- 


tential safety and strengths within the family, including the extended family and friends. This balance of 


information regarding family functioning allows the professionals to achieve a comprehensive assess- 


ment, which applies just as much when issues are first emerging as when a significant incident of harm 


is identified. 







 


 


Early Conversations 
 


The Kirklees Framework for making good safeguarding decisions, encourages an approach that facilitates 


early discussion, conversation and dialogue when we have emerging worries about children. This docu- 


ment looks to promote safety and strengths in the family and their existing network to properly address 


concern on a long term basis. It also sets out how to recognise signs of harm and what to do when we 


have immediate concerns for children’s safety, to prevent any delay in protecting them and/or gathering 


evidence where a crime has been committed. The approach recognises that no one practitioner may hold 


all the information needed to achieve a comprehensive and balanced analysis. It is only by sharing infor- 


mation on a multi- agency basis that a sound evidence base can be established and decisions made 


about the level of support and/or intervention that might be needed to meet a child’s needs and keep 


them safe. 


 
This Framework recognises that family members and children play an important role in shaping decision 


making. Even where the views of adults and the wellbeing of children are in conflict it is important to lis- 


ten, and to involve all parties in the decision making, alongside any activity to protect children, whose 


safety must be paramount. Our principles of practice require us to be honest, open and transparent in 


explaining the assessments and decisions we make. 
 


 


Principles of Practice 
 


It is important that all those working with children and their families work to a common set of principles 


that underpin good practice. These principles are drawn from the development of our work around early 


help, working locally together and from our systemic approach to seeing the strengths within families 


and adopting a restorative style. 


Our principles include 


• Being child centred 


• Making decisions rooted in evidence 


• Focused on outcomes 


• Respectful for all people at all times 


• Listening to family members and giving importance to what they say 


• Building on strengths as well as identifying difficulty 


• Hearing the voices of children and young people 


• Communicating clearly regarding concern and what needs to happen to reduce those concerns 


• Recognising the importance of a child’s family and community 


• Understanding the families individuality , beliefs , culture and spirituality 


• Being honest and transparent 


• Offering help early , doing all we can to keep intervention at the lowest possible and safe level 







 


 


How our services are organised 
We believe that all children have a right to be healthy, happy and safe, to be loved, valued and respected 


and to have high aspirations for the future. We also recognise that children live in families and families 


live in communities. Ensuring that a good local offer is at the heart of the Kirklees approach is important, 


we know that our partnership, families and communities need to work together to make this happen. 


 
Kirklees children’s services deliver in four localities across the District, following operational policing 


boundaries, the clustering arrangements for schools, health visiting and school nursing. This provides the 


basis for our local offer. We want to develop a unifying but not uniform offer that reflects the local posi- 


tion and that builds on existing strengths and networks. We recognise that with regard to safeguarding, 


consistency and quality are important features of a required response. This Framework and its implemen- 


tation therefore helps to ensure that across the whole District, regardless of location there is a consistent 


approach to decisions based on risk and need. 
 


Safeguarding is everyone’s responsibility and by working together effectively and earlier we will reduce 


the number of children and young people requiring statutory interventions and reactive specialist ser- 


vices. 
 


We are committed to ensuring that all children will have their needs met by universal services wherever 


possible, but we also recognise that some families at times, may need additional 


support for their children and that a smaller number of children may have their needs best met by living 


apart from their families. 
 


This is never a static process: situations change and as a result so does need and risk. We need to under- 


stand that at times children’s support may Step up and they may need more services and may Step down 


as interventions have impact, and their needs change. 







 


 


What do we mean when we say ‘decision 


making points in safeguarding’ 


As professionals we describe services using four tiers, the language we use often makes little sense to 


those on the receiving end .The descriptions below describe how the jargon we use can be translated 


when talking to families. 


It is important to recognise that understanding what is happening to a vulnerable child is a process, even 


when initiated by a single event. Safeguarding involves all those who may be working with a child or 


family and all the people involved in that child’s life. 


Effective safeguarding requires trust and communication and we must ensure that any changing 


circumstances are understood and put into context in terms of the impact on the child. 


In Kirklees we have aligned our decision making approach to the Thrive Concept, this is the approach 


adopted to support children to reach their full potential, and it sits at the heart of approaches to Early 


support and to preventative work. 


Universal services are accessible to all Kirklees children and families whatever the level of concern. Most 


children will have all their needs met within their own family and by working with one or more universal 


services like their school or health centre. Some children and their families require, at times, a 


co-ordinated multi- agency approach, and a Family Support plan to help identify and address emerging 


worries, build on existing strengths and access Early support services that can work with the family to 


help them. A much smaller number of children and families will need statutory involvement with a social 


worker leading to a children in need plan or a child protection plan because there are more immediate 


concerns for the welfare of the child or because it has not been possible to improve the quality of life for 


the child by working alongside the family with a family support plan. 


Using the Thrive approach we describe these levels of involvement with professionals as follows. 


Getting these decisions right can only be achieved by professionals and families working together, with 


honest communication and challenge and through evidence and evaluation. 







 


 


Getting Advice 


Universal services: 


What the professionals say: Most children will be 


kept safe from harm and be able to reach their 


full potential with support from Kirklees 


universal services 


What we mean: Schools ,nurseries , childmind- 


ers , children’s centres, youth projects , local 


police , midwifery services , family GP, health 


visitors , job centre , housing officer , mentors , 


voluntary sector 


Getting help 


Early Support: 
What the professionals say : Some children and 


families will need some additional help for a 


while , if this can be provided as early as 


possible we can work together to stop problems 


getting worse 


What we mean: Family support worker , a lead 


professional co-ordinating support 


Getting more help 


Children in Need: 
What the professionals say: For some children a 


holistic assessment of need by a social worker is 


needed to decide what ongoing multi-agency 


services and support are needed to keep them 


safe and to promote their wellbeing. 


What we mean: Children in Need plan, targeted 


support , complex additional needs practical 


help , specialist health support , section 17 of 


the Children Act 


Getting risk support 


Safeguarding 
What the professionals say: When children are 


thought to be at risk of significant harm, a 


multi-agency enquiry led by a social worker is 


required to assess the risk and to ensure 


children are protected. 


What we mean :Section 47 enquiries , A child 


protection conference , core group meetings , 


statutory intervention , legal action 


 


Conversation Opportunities 
How we describe the level of help a family and children might need based on concerns is often the area 


for disagreement between professionals and between families. Conversation opportunities are the phone 


calls and meetings that take place between children and their families and between professionals across 


services. We want professionals who are concerned that something more is needed to improve the out- 


comes or quality of life for a child to talk to each other, this encourages the sharing of information, cre- 


ates effective challenge and enables a climate of effective safeguarding. We see these conversations as 


‘vantage points ‘to take stock of emerging issues, to effectively assess risk, and to share strengths and 


protective factor information. 


Conversations need to be constructive, and need to follow the practice principles referred to in this 


guide. Sharing concern may be a starting point for a conversation but reviewing the support and services 


available to the child or young person must be made in the context of delivering the best outcomes. 


Many conversations will start with the child and their family because an anxiety or uncertainty has arisen 


regarding the welfare of a child. The value of knowledge and trust that a professional already working 


with a family has, must not be underestimated. Working with a child and their family to address worries 


as they arise, rather than waiting for concern to escalate is appropriate for the majority of children and 


can ensure much needed consistency for a family. Providing encouragement, building on strengths and 


sharing information with or about other services that might help are all key ingredients to promoting chil- 


dren’s wellbeing. 







 


 


We must also recognise that where concerns regarding children exist there is often a story of family life, 


and there may be involvement from various agencies with family members. Different professionals will 


each have important knowledge and a crucial role to play in supporting a family. This highlights why con- 


versations are important and why drawing professionals and families together in a coordinated way is 


helpful to everyone. It also helps create clarity about who is best placed to lead work with the family, 


and this might not be children’s social care, it may be someone already involved or an agency who the 


family think will work best for them. These approaches are a core element of the approaches allied to 


this framework such as the early support strategy. 
 


Most important is knowing when it is appropriate to make contact with statutory services to discuss 


safeguarding concerns. Sometimes this will be because the Early support provided is not working and 


things are not getting better for the child .Generally this should be discussed and agreed with the par- 


ents carers and other agencies first, however sometimes it is because of an incident, or an injury to a 


child, or something a child has said that suggests they are a risk of harm or have been harmed. While 


the expectation is that all professionals working with children have training to ensure they recognise 


child protection concerns, they should never be discouraged from seeking specialist safeguarding advice 


either within their own agency or directly with the Multi Agency Front Door, who may hold additional 


information that put anxieties or concerns into context. A consultation with the Front Door should be 


regarded as the most vital conversation opportunity. 


 
A strong and simple focus for conversations about need and risk focuses on four simple questions 


 
1. What are we worried about? 


2. What is working well? 


3. What needs to happen? 


4. How worried are we as a professional network on a scale of 1-10? 
 


The last question provides an opportunity for the multi-agency network to share and explore differing 


views around need and risk and to resolve disagreements about how best to offer support to reduce lev- 


els of concern. This approach is grounded in collaboration and partnership; promotes shared responsibil- 


ity and flexibility; recognises the unique needs of each individual and family; and is intended to reduce 


agency bias- giving us a clear Framework to facilitate dialogue and map need and risk effectively. 







 


 


Do I always have to consent to share 


information about a family, or a child? 
In general conversations about what is worrying you should happen with the family first, to test if they 


share the concerns and worries and to assess help that might be needed. If parents understand that you 


are trying to help and are willing to work with you, they may be open to you making a referral to obtain 


the help they require, which will need their explicit consent. 


Consent means the family are fully informed about the services they are being referred to, agree with the 


referral being made and understand what information will be exchanged and why . It is important to be 


honest from the outset and to respect the right to privacy of individuals. 


While it is good practice to seek consent for making any referral, there are some exceptions when it comes 


to protecting children and these are referred to in the new GDPR guidance. For example if having a 


conversation with the family would place the child, another child, someone else or you the referrer at 


increased risk of suffering harm you do not need consent. You also don’t need consent if it might 


undermine the investigation of a serious crime. This includes making a child protection referral for a child 


who has made an allegation about a safeguarding issue, or where delay in getting consent may mean the 


child or young person is put at risk of further harm. 


In such circumstances it is vital that the decision is based on good evidence, and that it is recorded fully 


including an assessment of risk as to why consent was not sought. 


What happens if you don’t agree with 


decisions made and you remain concerned 


about a child? 
Through good quality conversations that are constructive, a consensus as to next steps will be reached in 


most cases. However sometimes there might be disagreement as to how the child’s needs can best be 


met in these cases. There is also a weekly review meeting which has been established to 


review work coming through the front door of the service. All contacts and referrals over a 


weekly period are reviewed to assess conversion from contact to referral which is then 


analyzed in addition to looking at outcomes of referrals i.e. single assessment, strategy 


discussions, S47. 


 


 
• Talk in the first instance to your line manager or the designated lead for child protection in your 


• Organization. 


• Check that in your referral you included all the relevant information and that you clearly articulated 


the things you are worried about 


• If you are still unhappy with the decision making the conversation should be progressed in line with 


the Dispute Resolution policy shown on the KSCP website. Early Support - The Kirklees Early 


Support Partnership - KSCP (kirkleessafeguardingchildren.co.uk) 
 


Useful contacts and resources 
 


There are some useful resources to be accessed on the Kirklees Safeguarding Children’s Partnership web- 



https://www.kirkleessafeguardingchildren.co.uk/safeguarding-2/early-support/

https://www.kirkleessafeguardingchildren.co.uk/safeguarding-2/early-support/





 


 


site, these support opportunities for further learning. These include links to practice resources around 


Child Sexual Exploitation, Child Sexual Abuse, Neglect and other safeguarding issues. There is also multi- 


agency training to support staff develop their skills in working with families. 
 


Home - KSCP (kirkleessafeguardingchildren.co.uk) 
 
Further advice and support is available through designated safeguarding leads in all agencies. 
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